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Mr. Chairman and members of the subcommittee, I appreciate
this opportunity to appear before you today to discuss DeoD's
information management programs, including our information
technology initiatives, As the Acting Director of Defense
Information {(DDI), I will describe our progress from a
Department-wide perspective. The Department's senior military
information management leadership is with me today to provide

operational perspectives.

The tapics I will cover include a brief summary of the
-progress of the Dol CIM._initiative, our information management
pallcy, oversight of the Department's information technoloegy
programs and acquisitions, and an overview of our initiatives to

bridge to industry and te¢ reduce costs while improving service.
CORPORATE INFORMATION MAMAGEMENT

DoD's Corporate Information Management initiative is more
comprehensive than any information management program conducted

by any U.S. business organization. This strategic initiative

¥,
oo 9662 OFL COLE  €1:9T  ©£6-£2.F0



provides the methods and tools for a major reengineering and
restructuring of how the Department executes its business
methods and administrative processes throughout the Department.
This redesign of our business processes will result in
significant improvements in the way our missions are perfo-med.
While the CIM initiative will have its greatest impact on areas
outside the scope of the DoD information technology budget,
informacion technology's role cften is eritical to supporting
the reengineering processes. As the Department of Defense
continues to downsize, CIM will enable the Department to
maintain or improve levels of service to our customers -- be
that in expediting shipment of ammunition for our warfighters or

in providing environmental data about military facilities.

From 1989 to 1993, the CIM initiative expanded from an
initial cong¢entration on improving information management in
selected administrative areas, such as contract payment,
civilian payroll, distribution centers, and medical
applications, to applying CIM methods to all other DoD
functional areas, including command and control and

intelligence.

A key aspect of the CIM initiative is business process
improvement. DoD is using the Corporate Information Management
initiative to expand the involvement in information management
beyond the realm of technologists and into the Defense work
place. Most importantly, DoD is not just automating the work we

are doing -- we are thoroughly examining the work itself to see
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if we can work smarter., The importance of taking this type of
approach was highlighted in President Clinton's and Vice
Praesident Gore's "Technology for America’s Economic Grawth, a

New Direction to Build Economic Strength” of February 22, 1993:

"Bugsiness organizations in many sectors have found that
automating existing work processes based on a tradition
of processing paper does not always provide the
greatest benefits from investment in automation.
Efficiency gains from the new technolegy often can only
be captured if changes are made in the structure of
their organizations and the way they are managed.”

The CIM initiative views DoD's business processes as
corporate assets rather than Service-unique. The move to
Department-wide business processes has involved a major cultural
change within the Department. Rather than determining
procedures uniquely along Service lines, DoD is organizing its
business processes and procedures along functicnal lines. This
has not been without pain, as the DoD determines which long-
accepted steps are no longer useful or which one of several
equally useful procedures will be retained and become the joint

. way of doing business... Timely delivery of cost reductions -
without impairing effectiveness of the Armed Forces - reqguires
intrinsic cultural change. Changes under CIM initiatives
require rethinking of each Defense mission process. Even the
most ambitious initiatives can succeed only by making steady
progress, one step at a time. The legacy of procedures and
assets, along with organizational motivation to change,

determines the rate of these changes.
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Developed under the CIM initiative, the DoD Enterprise Model
presents an integrated, functionally oriented description of
defense activities as a common basis for reengineering and
improving all missions, functions, and organizations in the
Department. It provides the Department's leaders and managers a
model of functional relationships and will aid integration of
functicnal process improvement initiatives within and across

functional anéd organizational boundaries.

The Under Secretaries and Assistant Secretaries of Defense
make their business process improvement decisions with the
counsel of their respective Functional Steering Committees,
which consist of executives from the Military Services, Defense
Agencies, Joint Staff and 0SD. The Functional Steering
Committees provide a DoD-wide forum for senior functional
managers to exchange a full range of views. The DDI staff
facilitates praocess improvements on an cutreach basis by serving

as catalysts and enablers to assist functional managers in

- ———- Cr e e e et e s am

developing their process improvements as needed.”

I would Iike to talk about a leading-edge effort in using
CIM business process improvement technigques in DoD's medical
functions. 'The Assistant Secretary of Defense for Health
Affairs executes central management control and funding of all
medical functions and supporting information systems in the
Department. This is a high-payoff area for the Department,

since consistent and responsive medical processes and systenms
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time required to process them. Business as usual has meant

are crucial to our warfighting capabilities, as well as to our
peacetime services. This is alsoc a high-emphasis area Ior cost
containment to allcw delivery of all required services within
the budget and outyear resource levels. 1In mediecal logisties,
for example, which includes medical contracting and
pharmaceutical cost containment, the Department's functional
economic analyses show substantial expected savings to the
Department from a combination of improved business practices and
standardizing automated information system support. The return
on investment for the Defense Medical Logistics Standard System
will be several times the system's investment costs when fully

implemented.

The Defense Investigative Service has also applied CIM
techniques to streamline the way security clearances are
determined, without compromising the quality or integrity of the
security clearance process. Security clearances have been a

longstanding problem for the Department due to the length of
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that, at any given time, thousands of Department and 11dustry
employees have heen limited in their jobs while awaiting the
appropriate clearance. The Defense Investigative Service has
performed an intensive analysis of their procedures using CIM
business process improvement techniques. The effort began in
early 1992, and test operation of the new procedures is set to
begin within the next 2 to 3 months using the Electronic

Personnel Security Questionnaire. The new technique will
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significantly reduce the cycle time and the administrazive
rejection rate of security background investigations. Cost
avoidance to DoD and industry is expected to measure in the

hundzreds of millions of dollars over the next 6 years.

The Joint Staff has used the Defense information management
business process improvement standard tocl to model the
operational information requirements of the deployed warfighting
forces from the viewpoint of the Joint Task Force commander.
This type of analysis is laying the foundation for the follow-on
to the Worldwide Military Ceommand and Control System ADP

Modernization program,

Throughout the CIM initiative, DoD is building incrementally
on achievable successes. Most process improvements begin as
pilot projects, which can be adjusted quickly and inexpensively
as needed. This approach also allows several groups to work in
concert to attack different aspects of a single problem. For

example, the Congress and the General Accounting Office have

" questioned the coat overheads of the DoD Service academies. TR~ T oo

response, the U.S, Military Academy at West Point used CIM
business process improvement techniques to identify and
obtain management savings. These improvements are currently
being evaluated at the Naval and Air Force Academies for
applicability to their institutions. Based on positive
responses from the academy superintendents and members of

Congress, the DoD University Business Process Improvement
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Project effort is being expanded to include the registrar,

admissions, alumni, services, and facilities functions,

Another aspect of DoD's business process improvement is the
reduction in the number of automated information systems
supporting each functional area. At present, DoD has efforts
underway in the areas of civilian personnel, distribution,
finance, health, human resources, materiel resources, and
procurement. These efforts are being expanded to include
acquisition, command and control, and envirconmental systems,
This is more than a simple matter of terminating on-going
automated systems, but is a critical and complex engineering
effert to ensure that required functionality continues to be
supported. The Defense Information Systems Agency, formerly the
Defense Communications Agency, is leading the technical
integration of information systems and data to enable sharing

across functional lines.

POLICY BASE
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DoD hag issued major policies in feceht months to
incorporate the CIM initiative into the DoD policy base, promote
greater involvement by information users and emphasize more
reliance on commercial-off-the-shelf information technology
acquisitions. These new policies are all grounded in existing
laws and regulations., These include the Paperwork Reduction

Act, the Broocks Act, the Warner Amendment, and OMB Circulars.
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On October 27, 1992, the DoD Directive "Defense Information
Management Program" formally became a part of the DoD Directive
System. This directive is the capstone DoD document that
establishes the Department's information management principles,
which include buginess process improvement, functional
management accou:ntability, common information systems,
competitive bidding, and appropriate access to informatlon.
These are the same principles that have guided implementation of

DoD's CIM initiative.

In January 1993 DoD expanded its policy on Life~Cycle
Management of Automated Information Systems (AISs) to give
formal guidance on incremental and evolutionary acquisition
strategies of life~¢ycle management. The revision also
recognizes the concept of “"rapid prototypes" as a tool used in
the acquisition process. The revision maintains the rigor of
DoD's AIS oversight reviews while allowing for more rapid

adaptability to new technologies and changing functional needs.
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OVERSIGHT RESPONSIBILITIES

The Major Autcmated Information Systems Review Council
(MAISRC) continues as the primary DoD oversight body for Life-
Cycle Management of AISs. The MAISRC is increasingly active in
reviewing AIS programs, with ten reviews already conducted in

calendar year 1993.
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Over the past year, DoD has strengthenad oversight of
procurement of Federal Information Processing (FIP) resources.
All FIP resource acquisitions (except those exempted by the
Warner Amendment) require procurement authority from the General
Services Administration (GSA). Working with the GSA, DoD now
allows only the Military Departments, the QASD(C3T) and selected
Defense agencies to submit Agency Procurement Requests (APRs)
for FIP resources. OSD also reviews all APRs for FIP resource
contracts in excess of $100 million prior to submission to GSA.
DoD has limited the acquisition of FIP resources through
selected large, umbrella contracts to those requested in the
information technology budget, with excepticns only by waiver
from the ASD(C3I). DoD's waiver procedures are compliant with
congresgional direction, and all waivers are reported to the

Congress in the third and fourth quarters of each fiscal year.
TECHNICAL INITIATIVES

Information is the heart of an effective military force,
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Experience in Desert Shield/Desert Storm typifies DoD's need to
respond rapidly and accurately to changing requirements,
Information systems on the scale required to meet Department-—
wide needs have, however, historically taken years to develop
and field, Furthermore, mission support has historically been
delayed by the time spent'in translating or manually reentering
data among applications. The technology aspect of the DoD CIM

initiative will improve the speed, flexibility, accuracy, and
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security of information technology’s support to DoD
decisionmakers, Further, Dol's Computer-Assisted Acquisition
and Logistics Suppor: {CALS) initiatives extend technology

improvement to the interaction of government and industry.

DoD is moving toward the ideal of availability of
information technology as a corporate resource or service, much
the same as telephone or electrical service. Information to
meet each DoD need must be accessible in a simple, consistent
fashion. Information must be available both to satisfy Defense
requirements and also to aid in the conversion to dual use
technology. Necessary equipment and capabilities must be
readily available at low ccst to the taxpayers. This move also
requires changes in the way DoD handles the building blocks of
information technology: the data, the computers, the programs,

and their operations.

DoD's goal is to remove barriers that have been created by
the hardware, software, data, and operational characteristics of
e -1 E g SETVECE-UNIgque—Iriormat oSy SYeRs T T DeD i TsEttInguUgCaT T T T T
consistent information technology framework that will allow free
passage of ihformation to missions that require it, and in a
consistent, usable fashion. The framework will also ease the
exchange of infbrmation, as needed, between DoD and industry.
This framework is called the DoD open systems architecture. The
architecture is based on the notions of standardization,

interchangeability and reusability.
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The architecture describesg classes of information system
components, such as standardized languages, data standards and
communications protoccls. Within each class, DoD seeks to apply
proven technology and capabilities and thereby reduce costs.
For computer software, DoD is building a library of reusable
componrents, so that systems can be developed from ther in weeks
rather than the years it would have taken to develop them fram
scratch. Data definitions also £all inte this category. Even
the process of developing software itself 1s being improved
using software process assessment techniques developed for
Defense by Carnegie-Mellon University's Software Engineering

Institute,

A vigorous data standardization effort is one of the keys to
assuring that DoD systems interoperability and cost reduction
objectives are met. The task of standardizing data is complex
and unglamorous -- yet the payoffs are tremendous. CALS is an
example of the vital role of data standardization. CALS
‘addresses timely and rifitiemrNamdTriwg o informatisy vhay -~ T T
supports weapons and commercial products acquired by the DoD.
The purpose ls to improve productivity within DoD as well as
reduce the paperwcrk required of DoD suppliers. Of special
interest are methcds and standards for electronic transmission
of engineering drawings, technical manuals, and manufacturing

documentation.

11
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“research and study, DoD be#gam THE FIFEE SEepE towards a2 Defénse

Automation, advanced electronics, woridwide communications,
modern sensors, and sheer size Iincrease the complexity cof
handling military information effectively. Becth fixed and
mobile structures need to be confiqured to support movement of
information, horizontally and vertically, without regard to
organization, Service or vendor boundaries. This will be no
small feat, given DoD's present inventory of over 650,000
workstations and terminals, over 100 long-distance networks,
over 10,000 local area networks, and over 1,500 data processing
installations -- involving all major computer and communications

companies.

DoD is pursuing the establishment of a Defense Tnformation
Infrastructure to provide users with seamless, transparent, and
protected end-to-end information transfer. This utility will
provide technical management of information services spanning
local, regional, and global functional capabilities for

peacetime and wartime environments. Following months of

Information Infrastructure in September 1992,

Implementation of the Defense Information Infrastructure is
being done in stages which build on today's computing and
communications capabilities. The first stage is the realignment
of data processing installations and central design activities,
as well as communications, acqguisition, engineering, standards

and security elements of the Infrastructure. All told, by

-12
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July 15, 1993, over 20,000 personnel are scheduled to be
transferred from operational control of the Military Services
and Defense Agencies to the Defense Informaticn Systems Agency,
who will act as the Infrastructure's central manager. The
Defense Information Infrastructure plans are modeled on similar
and successful actions in the private sector. Companies such as
GTE, Texas Instruments, and J., C. Penney have achieved cost
reductions in their data center operations through consolidating
centers and improving communications. Reducing the number of
data centers is made possible by modernizing the underlying
operating technology. DoD can make similar achievements.
Defense Information Infrastructure plans consider our current
non-standard invertory of information technolegy capabilities

and the costs for upgrades and expansions of cutdated assets.

The ultimate goal is to improve our warfighting capability
through the increased availability, interoperability, and

security of information needed to defeat our adversaries. The

e -

right information must be available at the right time and place
iﬁ of&erA£§N;;/épplied with success. Further, information must

be "pulled" by users as needed, not just "pushed” out to
overloaded recipients. Accomplishing this goal will allow the
Deparﬁment to retain a decisive military advantage even as DaD

reduces dramatically in size.

We believe that our two-pronged approach of streamlining
business processes while refining our supporting technical
infrastructure will result in better support for our fighting

.13
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forces while lowering overhead and cperating costs to our
citizens, With the framework of policles, programs and
organization we have put into place to effect these
improvements, DoD is moving Eorward vigorously in support of the
President's economic goals and initiatives for making DoD's
information technology useful to commercial enterprise and to
¢ivil agencies. We appreciate the support the subcommittee has
given to our efforts to improve Defense information management,

We scolicit your continuing support.
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QUESTIONS AND ANSWERS
ON
AIR FORCE AWARD OF CONTRACT TO BODM

BACKGROUND: Recently, it was announced that BDM International
was awarded a §$362 million contract in support of an Air Force
Logistics Command ADP consolidation initiative. Under Defense
Management Report Decision (DMRD) 924, the Air Force acquisition
consolidates mainframe computers from 44 to 8 at 6 sites. BDM,
a McLean-based company, will head a team including Science
Applications International Corp (SATC), TRW, Amdahl, etc., to
perform the work. Some concerns about the Air Force proceeding
with the managemenL and ccntrol of this initiative in light of
the DISA/DITSO responsibilities under DMRD 918 have been
expressed. Also, the Defense Science Board lask Force (DSRTF),

PO AN

“Which ™ H&s béén hriefed on OMRD GZ4, may be vulnerable to

conflict of interest claims.

CHRONOLOGY SUMMARY:

7 Apr 92: Request for Proposal (RFP) issued.
24 Dec 92: BDM Best and Final Offer (BAFO) made.

3 Feb 93: Contract awarded.

4 Feb 93: DSBTF appointments made.

12 Feb 93: Air Force receives CSC's protest,

17 Febh 93: DSBTF briefed on DMRD 924 and DMRD 918.

11 Mar 93: DSBTF briefed on DMRD 924, DMRD 925, and DOMRD 918.

7 Apr 93: Board of Contract Appeals dismisses CSC's protest,

QUESTIONS AND ANSWERS:
Question 1: What type of contract was awarded?

Answer 1: The recent contract that was awarded is a five-year
indefinite delivery/indefinite quantity (IDIQ) contract with a
potential value of $362 million for the consolidation of
workload at each of the Air Force Materiel Command's (AFMC)
Information Processing Centers (IPCs) located at Wright-
Patterson AFB, and five Air Logistics Centers (Tinker AFB, Hill
AFB, Kelly AFB, McClellan AFB, and Warner Robins AFB). As part
of the DMRD 924 initiative to streasmline opcrations throughout
DoD, the contract will provide services and equipment to
consolidate AFMC's workload, in particular, and the Department's

T b



64/19-83 18:47 w703 807 2228 NAVSUP INFO SVS

-

workload, in general, into fewer modern computers and thereby
provide greater operating efficiencies.

Question 2: Is there an imminent plan to close McClellan AFB?
If so, what impact will this decision have on the Air Force
contract with BDM?

Answer 2: The Air Force recommended thal McClellan be included
in th. 1993 Base Realignment and Closure (BRAC) process.
However, it subsequently was not included in the SecDef 1993
BRAC rcport as a site being recommended for closure. Further,
McClellan information processing center is not being recommended
as & megacenter site. In any event, the AFMC contract is an
IDIQ one which provides Lhe Department flexibility to exercise,
or not exercise, various options -- depending on how
circumstances might change in the future.

- ———Question-Ir -When was YhE AFMC REquést for Proposals issued?
Answer 3: The RFP was issued on 7 April 1992.
Question 4: Who were the offerors?

Answer 4: The prime offerors were (a) BDM International, (b)
Computer Science Corp., (c) General Dynamics, and (d) Grumman
Nata Systen.

Question 5: When did the offerors submit their Best and Final
Offers (BAFO)?

Answer §5: All offerors submitted their BAFQOs on 24 December
1992.

Question 6: What were the key criteria used to evaluate the
offerors?

Answer 6: The key criteria were (a) technical management, (b}
general management, (¢) live test demonstration, and (d) cost.

Question 7: When did AFMC award the contract?
Answer 7: Contract award occurred on 3 February 1993,

Question 8: Were there any protests? If so, what were basis of
the protest, _and what was the final resolution?

Answer 8: Yes; the Computer Science Corp. (CSC) protested that
the Air Force made three fundamental errors in the conduct of
the procunrement that resulted in the award of the contract to
BDM. First, without seeking a revision of its authority to
acquire the goods and services and without informing offerors,
the Air Force changed the focus of what was being purchased from
consolidation of computer platforms to a shopping list for vast
quantities of equipment which might meet potential growth needs.

&oo3
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Second, the Air Fovce erred in evaluating the cost of the
various proposals. Third, the Air Force failed to follow the
stated criteria for evaluating proposals, weighing cost more
heavily than was permissible, and consequently concluding that
an inferior offer should receive the award.

On April 7, 1993, the Roard of Contract Appeals rulcd that none

of the CSC allegations had merit. The Board dismissed the first
one as frivolous -- indicating that CSC knew prior to filing the
protest that it was baseless, The other counts were denied.

Question 9: When was the Defense Science Board Task Force
(DSBTF) constitulted, what was its charter, and generally what
was the nature of the information provided to the Task Force?

Answer 9: The DSBTF was constituted on February 17, 1993 to
review major DMRDs to understand their development and

~~~~~ ——impleomentations ~-Specifte questionms that were addrésSed T1ncTirded
(a) what would be the impact of delays in developing standard
ADP systems impacting the proposed savings, (b) are there
redundancies in savings between DMRD 918 and DMRD 924/925, and
{¢) is the implementation plan for DMRD 918 toc rapid, and what
risk measures have been built in to avoid damaging the DoD's
information operation.

Question 10: Are the AFMC information processing centers (IPCs)
and the five ALCs being transferred to the Defense Information
Systems Agency (DISA)? If so, why was the Air Force allowed to
proceed with the $362 million contract in light of the plan to
have DISA be the central manager of the affected IPCs?

Answer 10: Yes, the IPCs are being transferred to DISA.

With regard to the Air Force being allowed to proceed with the
contract, first, the contract is an IDIQ contract that is
potentially (emphasis added) valued at $362 million, and will
only reach this maximum value if each and cvery option is
exercised to include satisfying a projected 20 percent growth
rate per year expansion in processing capability. The Air Force
has indicated thal it anticipates spending about $70 million for
the initial consolidation effort under DMRD 924,

Secondly, DISA/DITSO has proposed designating the 1PCs atl
Wright-Patterson, Tinker, Hill, Kelly, and Robins as DoD
megacenters.  DISA is in the process of assuming operational
control of the personnel resources associated with these
facilities.

Thirdly, the Department plans to permit the Air Force, working
in close coordination with DISA, to complete these
consolidations to the point of operational readimess at which
time the Air Force will "turn over Lhe keys'" for these
facilities to DISA. This turnkey approach has the advantage of
making prudent use of the longstanding planning and analyses



that Alr Force alrcady has conducted under DMRD 924 while at the
same time continuing to make progress toward DoD megacenters.
Moreover, because the contract is an IDIQ one, it will provide
the Department greater flexibility as DISA proceeds with
establishing the proposed DoD megacenters. Of course, in the
interim, there are a myriad of contractual, legal, and
delegation of procuremenl authority issues that must be worked

out.
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Corporate Information Management

1. What is the Defease Information Systems Agency's role in the
CIM process? Are th2 Services supportive of DISA and its newly
acquired role?

Deferse Information Infrastructure

2. Questicni Explain the Department's objective for
astablishing & Defense Information Infrastructure.

3. Wwhat is the ultimate goal of shifting 20,000 employees to
DISAZ

4. DISA currently has about 7,000 employees, which means that
is must triple its size by this July. 1Is this tco quick a
transfer? Do the Services support this decision?

5., What will be the primary function of DISA after the DMRD 918
implementation in July?

6. What is inciuded in the scope of the Defense Information
Infrastructure? (Ccmmand and Control? Intelligence?)

7. What are the expected savings of this initiative in FY 19947
8. What is the status of implementation?

9. How will providing support on a fee-for-service basis work?

What is the relatiorship to the Defense Business Operating Fund

{DBOF)?

Information Systems Agssets Control

10. DoD has purchatced many information systems assets --
computer hardware, systems software, and applications. What
steps is DoD taking to gain control over all its information
systems -aggsets? - mewere crare e e T S —

11. Will DISA track all DoD assets or will the Services
continue this function?

12. Are the Services still able to acquire their own assets, or
will DISA perform this function for everybody?

13. Will DISA oversee the interoperabillity of assets through
configuration contrul? How will this work?

ADP Consolidations (Meqacenters)

14, Question: In determining how the consolidations of its
computer centers, what is DoD doing to make sure these
procedures are fair?
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15. Question: Describe DoD's selection process for
consolidating its data processing centers. How important was
gsecurity?

16. Question: How socon will data processing centers be moved
away from the Washington, DC, area?

17. Question: Does DoD take into consideration the local
economic impact of shutting down data processing centers? What
is the economic impact of shutting down the center at New
Orleans?

18. Question: Row does DoD factor in the guality of life in
determining which data centers to keep open?

19, Question: Why id DoD choose to use the Base Realignment
and Closure Commission as the way to consolidate its data
centers? Was this d>ne to circumvent the FY 1993 Appropriations
Act?

~20. Question: How were Service and Defense Agency interests
considered in DoD's ADP consolidation plans?

21. Question: What is the difference between the megacenter
plan and the ADP consolidation plan approved in the fall of
19917

22, Question: what are 0SD's and DISA's roles in the
consolidation?

S i S e s e i e T TP P AP L T ey,
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Houge Appropriationsg Committee Cuestion

April 22, 1993

Question: What is the Defense Information Systems Agency’s role in
thke CIM process? Are the Services supportive of DISA and its newly
acquired role?

Answer: The Defenge Informaticn Systems Agency was chartered by
DoD Directive 5105.19 and performs many functicns in support of the
DDI and the Corporate Information Management iritiative, DISA
zupports the CIM initiative by providing technical and
administrative support as directed by the ASDIC3II).

The CIM implementation Plan, approved by the Deputy Secretary
of Defense in January 1991, directed that the Center for
Information Management be establiched to provide -—echnical support

to the DDI (OASD(C3I)).in rhe_implementaticn gf the CIM initiatiwva.

Tne Center's activities are directed by the DDI who establishes the
overall CIM policy.

The Center provides the necessary methods, tools, and
precedures to implement the CIM program DoD-wide. The tools and
methods the Center provides cover the entire :iaformation systems
life cycle including businesgs process improvenment, information
engineering services, scftware process improvement, software
reengineering, and software reuse tools. The Center programs
provide the functicnal users with common, generic *"building blocks*
to improve information management and develep more effective and

efficient information systems. The Center also provides the
technical services, including training, required to use the toocls
and methods provided by the Center. The Center manages six

programs that support the CIM initiative: Data Administration,
Information Engineering, Software Engineering, Software Reuse,
Infrastructure Support, and Technical Integration, Specific
products include:

Standard methods and tools for business case analysis, process
modeling, data modeling and administration, software sgystems
engineering, and open systems infrastructure engineering.

DoD architectures for information, software applications, and
technical infrastructure,

Standards for data, information processing and information
exchange.

. Common processes and prcocedures for life cycle management of
information gsystems,

The Cefense Information Technology Service Organization (DITSO)
is DISA‘s organizational entity that provides information
technology services as a utility. DITSO provides information
processing, scftware development, and related technical support on
a fee-for-service basis.
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The Serxrvices are adjusting to CIM, which constitutes a
significant culture change and adjustment to new rethods, Progress
is being made in gaining acceptance and support oy the Services, As
CIM programs progressed and successes were achieved, the CIM
program gained further acceptance by the Services. DISA has
erbraced a consensus building approach which includes participation
in CIM activities by representatives of all tke Services, Specific
examples of initiatives that included Service participation include
the DoD Data Administrative Council, the Software Reuse Fxecutive
Steering Committee, and the Architecture Methodology Working Group
which 13 the c¢onfiguration control board for the Tec¢hnical
Reference Model and the Technical Architechure Framework for
Information Management.

e Prepared by: Boh Williams i R
Dir, Planning and Intregration
DISA/CIM
285-537¢
22 April 1993



QUESTION: Explain the Department’s objective for establishing a
Defense Information Infrastructure.

ANSWER: The objective is to establish an information
infrastructure which provides a seamless, transparent, and
protected end-to-end information transfer capability. This

capability will:

(1) revolutionize information exchange, defense-wide,

(2) strengthen the DoD‘s ability to apply computing,
communications, and information management capabilities to the
accomplishment of the Department’s mission, and (3) minimize
information technoclecqgy burdens on operational and functional
staffs. Successful implementation will enable operational and
functional staffs to access, share, and exchange information

worldwide with minimal knowledge of communication and computing
technologies.

Prepared by DISA Transition Team



QUESTION: What is the ultimate goal of shifting 20,000 employees
to DISA?

ANSWER ¢

The ultimate gocal is to improve our warfighting capability through
the increased availability, interoperability, and security of
information needed to defeat our adversaries. The right
information must be available where it can be applied with success.
This can be accomplished with the central management and technical
control over the IT resources associated with the DII.

The transfer of 20,000 employees to DISA represents the partial
resources needed to centrally manage the DII and establish central
technical control and configuration management.

Accomplishment of this goal will allow the Department to retain a
decisive military advantage even as we reduce dramatically in size.

Enclosure Prepared by DISA Transition Team
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QUESTION: DISA currently has about 7,000 employees, which means
that it must triple its size by this July. (1) Is this too quick
a transfer? (2) Do the Services support this decision?

ANSWER: (1) While DISA will vastly increase its size under DMRD
918, a comprehensive process is being put in place to ensure that
disruptions to workload and customer support will be minimized.
The majority of the personnel being transferred in Stage I will be
going to the Defense Information Technology Services Organization
(DITSC). ©Our DISA DITSO was established in May 1992 to provide
information processing, software developnment, and related technical
support to DOD customers. DITSO has conducted site surveys at the
majority of sites to be transferred. Detailed site survey and
transition plans will be in place before personnel and assets are
transferred to DITSO. These plans implement an orderly, phased
transition that ensures continuity of operations with no
degradation of service to the customers within the timeframe

directed by 918. Activities will be realigned in place and as they
are currently organized so specific site transition plans can be
finalized and issues resolved prior to formal transfer of these

resources.

{2) DISA continues to work closely with the Services to implement
918 and minimize disruption of ongoing efforts and provision of
customer services. Their suggestions have been incorporated in
Memorandums of Agreement and Interagency Suppoert Agreements are
being developed between DISA and the Services and military
departments prior to transfer of assets.

Prepared by DISA Transition Team



QUESTION: Explain the Department’s objective for establishing a
Defense Information Infrastructure.

ANSWER: The objective is to establish an information
infrastructure which provides a seamless, transparent, and
protected end-to-end information transfer capability. This

capability will:

(1) revolutionize information exchange, defense-wide,

(2) strengthen the DoD’s ability to apply computing,
communications, and information management capabilities to the
accomplishment of the Department’s mission, and (3) minimize
information technology burdens on operational and functional
staffs. Successful implementation will enable operational and
functional staffs to access, share, and exchange information
worldwide with minimal knowledge of communication and computing
technologies.

Prepared by DISA Transition Team



QUESTION: What is the ultimate goal of shifting 20,000 employees
to DISA?

ANSWER:

The ultimate goal is to improve our warfighting capability through
the increased availability, interoperability, and security of
information needed to defeat our adversaries. The right
information must be available where it can be applied with success.
This can be accomplished with the central management and technical
control over the IT resources associated with the DII.

The transfer of 20,000 employees to DISA represents the partial
resources needed to centrally manage the DII and establish central
technical control and configuration management.

Accomplishment of this goal will allow the Department to retain a
decisive military advantage even as we reduce dramatically in size.

Enclosure Prepared by DISA Transition Team
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QUESTION: DISA currently has about 7,000 employees, which means
that it must triple its size by this July. {1) Is this too quick
a transfer? (2) Do the Services support this decision?

ANSWER: (1) While DISA will vastly increase its size under DMRD
918, a comprehensive process is being put in place to ensure that
disruptions to workload and customer support will be minimized.
The majority of the personnel being transferred in Stage I will be
going to the Defense Information Technology Services Organization
(DITSO). Our DISA DITSO was established in May 1992 to provide
information processing, software development, and related technical
support to DOD customers. DITSO has conducted site surveys at the
majority of sites to be transferred. Detailed site survey and
transition plans will be in place before personnel and assets are
transferred to DITSO. These plans implement an orderly, phased
transition that ensures continuity of operations with no
degradation of service to the customers within the timeframe
directed by 918. Activities will be realigned in place and as they
are currently organized so specific site transition plans can be
finalized and issues resolved prior to formal transfer of these
resources.

(2) DISA continues to work closely with the Services to implement
918 and minimize disruption of ongoing efforts and provision of
customer services. Their suggestions have been incorporated in
Memorandums of Agreement and Interagency Support Agreements are
being developed between DISA and the Services and military
departments prior to transfer of assets.

Prepared by DISA Transition Team



QUESTION: What will be the primary function of DISA after the DMRD
918 implementation in July?

ANSWER: The DISA, as single central manger of the DII, will
provide all communications (from wide area to local base level),
and data processing services for regional and local requirements,
except for those functions and facilities that have been
specifically excluded (i.e., €3 systems that are integrally
designed into weapon systems, costs which are normally included in
the cost of weapon systems; and IT resources dedicated to support
strategic and tactical command, control, and intelligence missions
and wargaming).

DISA will engineer progressively increasing levels of
worldwide integration of technologies and applications with
emphasis on centralized management and decentralized execution to
achieve balanced solutions. To develop this capability, each
element of an end-to-end transfer of information will be considered
in relationship with every other element to create a well balanced
solution. Systems need to be reconfigured and integrated in a
phased manner. An integrated, centrally managed infrastructure
will lessen information processing and transmission costs, reduce
the number of IT personnel, and streamline significantly the
delivery time for IT products and services.

The full spectrum of DISA‘s DMRD 918 responsibilities include
ensuring interoperability, centralizing procurement and program
management functions, and standardization across engineering,
standards and security.

Prepared by DISA Transition Team



QUESTION: What is included in the scope of the Defense Information
Infrastructure?

ANSWER: The Defense Information Infrastructure is defined as all
DOD communications support networks requiring systems integration,
interfaces with the defense communications systems, including local
access switches, network control centers, central data processing
operations and software development for all applications managed
under the Corporate Information Management initiative. The DISA’s
central management encompasses implementation of information
systems security; development, specification , certification and
enforcement of Information Technology (IT) standards; network
management, engineering, design, and control of long haul and
regional communications, as well as technical management of base
level communications; management and workload control of the Data
Processing Installations (DPIs); central design activities for
support of systems activities; and acquisition of IT components and
services that require integration. Specific exclusions under DMRD
918 are command, control and communication systems that are
integrally designed into weapon systems; and, information
technology resources dedicated to support strategic and tactical
command, control, and intelligence missions, and wargaming.

Prepared by DISA Transition Team



QUESTION: What are the expected savings of this initiative in FYy
19947

ANSWER: The savings do not begin until FY 1995.

Prepared by DISA Transition Team



QUESTION: What is the status of implementation?

ANSWER: DMRD 918 will be implemented in two stages which are
currently in progress. Stage I site surveys have been completed
for the CDAs and DPIs, Procurement and Acquisition plus several
Service sites have been placed under DISA’s operational control
(OPCON) . OPCON is the authority to perform those functions of
command over subordinate forces involving organization, assigning
tasks, designating objectives, and giving authoritative direction
necessary to accomplish the mission. Actual transfer is planned by
30 September 93. Site surveys for Communications, Standards,
Security and Engineering are in process. Actual transfer is
planned by 30 September 93. Implementation Plans are being drafted
for Stage 1II. Meetings are being held with the Services to
determine the remaining resources needed by DISA to execute DMRD
918.

Prepared by DISA Transition Team



QUESTION: How will providing support on a fee-for-service basis
work? What is the relationship to the Defense Business operating
Fund (DBOF)?

ANSWER: There are two methods of providing support on a fee-for-
service basis - by Interservice Support Agreement using customer
funded reimbuseable orders and by customer orders placed with the
DBOF. In both instances customers retain funding for these IT
services and products within their budgets. The military
departments and defense agencies would have to plan, program and
budget for information technology support costs in their POM and
budget submissions. They would then buy this support from DISA.

The relationship to the DBOF is that most of the DISA information
infrastructure will operate on a fee-for-service basis under the
Defense Business COperations Fund (DBOF). Customers of DISA would
establish IT requirements and would be charged on a monthly basis,
through a stabilized DBOF rate structure for the costs of IT

services and products provided. DISA incurs costs based on
customer orders. This linkage between IT costs to customer funding
ensure better communication between the customer and DISA. By

making DISA responsible for managing all costs associated with
delivering IT services and products, DISA managers can identify
cost drivers and focus their management improvement efforts
accordingly. The DISA and DBOF capital budget will include
telecommunications equipment, automatic data processing equipment
and software assets used by DISA to provide communications and
computing services.

Prepared by DISA Transition Team
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Question 190: DoD has purchased many information systems assets
-~ computer hardware, systems software, and applications. What
steps is DoD taking to gain control over all its information
systems assets?

Answer: Today DoD maintains a central inventory of all ADP
hardware. HKowever software and topology are not centrally
monitored. For example, there are several automated information
systems (AIS’s) in place which maintain data on information
technology hardware. Currently data collection of business
applications and data center executive software inventories is
being conducted by CIM and DITSO. A major Department-wide
business process Ilmprovement plan is currently underway to

....examine all existing processes which acquire, maintain,
redistribute, sharé, Tréplacd, ant dlspose of Information - ... ..
Technology assets.

The Defense Information Systems Agency has undertaken an effort
to achieve interoperability between the various information
technology systems, which provides an overview of DoD information
assets and the procurement systems at the Defense Information
Technology Procurement Office (DITPRO). This will provide direct
interface between the procurement function and the inventory.

The interaction resolves the accuracy, completeness and
timeliness problem currently being experienced.

In the future, as the Defense Information Infrastructure advances
in maturity, we expect the entire hardware, software, and
communications configuration to be monitored electronically.

Prepared by: Shirley L. Flelds
Director, DARIC
(703) 274-6550
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Question 11: Will DISA track all DoD assets or will the Services
continue thig function?

Answer: DISA will track those assets DISA owns or provides; the
Services will continue to track those assebts wnhich they own,
DISA, working with the Services, is developing the reguirement
for common, DoD-wide configuration control teols and procedures.
These would be used by both DISA and the Services. DISA, again
working withn the Services, is establishing and acquiring common,
DoD-wide procurement vehicles (contracts, leases, basic ordering
agreements, etc.) for information technology aszets. These,
also, would be used by both DI1SA and the Services. ‘“Tracking of
assets* 1s a service that DISA can and will provide for custeomers
on a fee-for-service, or reimbursable basis. Over time, it is
anticipated that DISA will track an increasing percentage of the

TOCL TE8EetETT  Tnitial BIBATEMphAEis WilTl HBe On tracking assets in

the business mission area. fTracking of assets in the C2,
intelligence, and tactical systems areas will grow as the
Services seek to utilize the offered DISA support. Regardless of
who actually does the tracking, the intent is that the systems
and precedures will be common. Also, even when supported by
DISA, the Services will retain visibility over all their assets.

Prepared by: Richard J. Colver, XIU
Chief, DII Planning
Program
{703) 285-5323
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Question 12: Are the Services still able to acquire their own
assets, or will DISA perform this function for everybody?

Anzswer: Today, DISA acguires a very small porticn of total
information technology assets. This is expectad to change, over
time, as DISA, in cooperation with the Services, identifies
cemmon as3et requirements and acqguivres cormmon, DeD-wide
procuremnanc vehicles to satisfy them, Concurrently, much of the
DoD acquisition and procurement expertise will be centralized
under DISA., This will enable the DoD to more effectively deal
with an increasingly complex information technology marketplace.
as weli as the increasingiy more sophisticated DoD information
technology customer. Highly skilled centers of acguigsition and
procurement expertise can, in this way, be ketier established and
managed. The combination of common, DoD-wide groc&rement .
e w-wahiales and--gkilled- centers OfTeRpertite will work together to

ensure more flexible, responsive, and cost effactive support to
the Services,

Frepaxed by: Richard J. Colver, XIU
Chief, DI Planning
Program
(703) 285-5323
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Question 13: Will DISA oversee the interoperability of assets
through configuration control? How will this work?

Answer: DISA is taking a multi-pronged apprcach to ensuring
interoperability across all {(e.g., Buginess, Command and Control
and, Intelligence) environments in DeD. First, DoD has issued
policy that implements the Technical Architecture Framework for
Informaticn Management {TAFIM). The TAFIM will provide guidance
and control mechanisms for ensuring architectural consistency
across DoD. The TAFIM will establish the basic architecture
rules by which all future Information Systems zssets will be
acquired, Architecture consistency will produce greater degrees
of interoperability.

DISA will also provide common gcquisition mechanisms for DoD._ .
These mechanisms will provide information systems assets that
comply with the architecture rules established by the TAFIM. By
providing common acqguisition vehicles, DISA will ensure greater
configuration control than exists today.

Many systema, such as tactical and intelligence, will nct be
acquired by DISA. However, the Services and Agencies respongible
for acquiring these assets have all agreed to intercperability
testing through DISA’s Joint Interoperability Test Center (JITC).
Service and Agency representatives asked that the TAFIM be
expanded to address the issues of i1nteroperability, conformance
and performance testing. The JITC is the interoperability testing
advisor to the TAFIM Program Office and has been asked to add
testing mechanisms to the overall TAFIM pregram. JITC programs
and program plans already address interoperability testing at
various points of the information systems acguisition life cycle,
This includes interoperapility testing whenever changes are
introduced to systems previously certified as being
interoperable.

The DISA program of architecture consistency, common acquisition
mechanisms and interoperability testing is designed to meet the
goal of greater information systems interoperability. I will be
pleased to advise you of how we are progressing in each of these
areas in future sessions.

Prepared by: Jonn J. Keane Jr., XIT
Chief, Technical
Architecture Program
(703) 285-5323
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Question #14: In determining how (to do] the comsolidations of
its computer centers, what is DoD doing to make sure these
procedures are fair?

K

answer: The megacenter sites were chosen strictly on merit.
A joint Service/Agency working group first selected 15 objective
criteria on which to rate the megacenter candidates. Only atfter
the selection criteria had been chosen, was data about each site
collected. The data was verified through site visits. Then,
using that data, each site was assigned a score for each of the
15 criteria and a total score was computed. The candidates were
ranked by their total score and workload was assigned to the
candidates, beginning with the highest scoring candidats, until
ail the work had been assigned. Tt took the 15 highest scoring
sites to accommodate the workload; therefora, we will have 15
megacenters. The work at all the remainirng sites will migrate to

‘ these 15 megacenters. No "quotas" were assigned by

e essgervice/Agency; the-only. xestrictian wag that nc more than one
megacenter could be located in a metropolitan area. T e

Question #15: Describe DoD's selection process for consolidating
its data processing centers. How impcrtant was security?

Answyer: An outline of the selection process was provided in
response to Question #14 in order to demonstrate that the process
wags fair. This answer provides more detail by describing the 15
gselection criteria and the relative importance of the security
criteria.

The 15 selection criteria were broken into three categories:
facilities criteria, security criteria, and operations criteria.

The eight facilities criteria are: Total Floor Space,
Conditioned Floor Space, Convertible Floor Space, and Contiguous
Floor Space (all measured in square feet), plus the amount of air
conditioning and electrical power available, whethexr or not
chilled water is available for cooling, and the condition of the
building.

The four security criteria are: the amount of backup power
available, whether or not diverse routing for ccormunications
lines is available to/from the data center, the likelihood of a
natural disaseter {(hurricane, earthquake or tormade), and the
security profile of the data center (i.e., in order of
desirability, is it on a military installation, a federal
installation, or in leased commercial spaces? in order of
desirability, does the site have 3 security perimeters, 2
enhanced perimeters, 2 normal perimeters, 2 relaxed perimeters or
1 perimetar?). It is considered easiest to upgrade security on
short notice at data centers located on military installations,
next easiest are those data centers located on federal
installations and last are those data centers located in leased
spaces.

DAET
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The three operations criteria are: the total comrunications
bandwidth available to the data center, the number of commercial
carriers that have fiber optic communicaticns hubs near the data
center and the regional cost of operations.

The eight facilities criteria accounted for S0% of the total
score, tha four security criteria accounted for 35% and the three
operations criteria accounted for the remainirg 15%. More
specifically, the security criterion which measured the data
center location and number of security perimeters accounted for
15%. The criteria and their assigned weights are shown on the
attached chart.

Question_#i16: How scon will data processing centers be moved
away from the Washington, DC area?

Arswer: The schedule we submitted te the BRAC commission shows
vhe ~following: s

de kS

Current. Location Start Date Completion Date
Pentagon 3rd Qtr, PFY24 3rd Qtr, FY9S
NAWC/AD Patuxent River st Qtr, FY96 3rd Qtr, FY96
NCTS Washington 4th Qtr, FYSS 4th Qtr, FY96
CRUITCOM 3rd Qtr, FY985 4th Qtr, FY96
BUPERS 4th Quxr, FYSé 2nd Qtx, FYS7

This schedule may be revised slightly in the ccurse of developing
the detailed execution plan.

Quegtion #17: Does DoD take into consideration the local
economic impact of shutting down data processing centers? What
is the economic impact of shutting down the center at New
Orleansg?

Answer: The BRAC law establishes several criteria designed to
insure that all economically significant closure or realignment
actions are reviewed by the Base Closure ard Realignment
Commission. None of the sites affected by the DoD data center
consolidation plan is large enough to trigger the BRAC
thresholde. We volunteered for inclusion iz the BRAC process
baged on the cumulative impact of the consolidation actions and
to obtain protection from restrictive legislation. None of the
actions involves closing an entire base. The affected data
processing centers are tenant commands oOr part of a tenant
command. Accordingly, the local economic impact wag judged to be
negligible.

The economic impact on the co-located New Orleans data
centers is negligible. New Orleans has a total population of

Rood
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approximately 1.2 million people. The DcD data center
congolidation plan will eliminate 7% pogitions.

Question #18: How does DoD factor in the quality of life in
determining which data cecters to keep open?

Answer: Qualicy of 1ife for civilian personnel was not one of
the gelection criteria because it would require making a
subjective judgement and all of the selection criteria were
objective. Quality of life for military personnel is not
affected because the DoD data center consolidation plan does not
call for closing any of the bhase facilities which contribute to
their guality of life. However, one of the aobjective selection
c¢riteria was the regiocnal cost of data processing center
operations. It was based on the regional cost cf living as
measured by the American Chamber of Commerce Researchers
Association. The cost of living is one aspect of guality of

B UGN I B B e L RSOV [ S o e e e
Question #19: Why did DoD choose to use the Base Realignment and

Closure Commission as the way to consoclidate its data centers?
Was this done to circunvent the FY 1993 Appropriations Act?

Answer: We chose to use the BRAC process because of the
cunulative impact of the data center consolidstions (i.e., 636
civilian positions relocated; 2804 military and civilian jobs
eliminated; 35 states and 70 communities affected), even though
no single action triggered the BRAC thresholds.

The BRAC process was created by Congress because it
recognized that without BRAC protection, many ccost effective
actions would be blocked by restrictive legislation.
Accordingly, the BRAC law includes a prohibition against such
restrictive legiglation. The Navy performed the analysis
required by the FY 1991 and FY 1992 Defense Appropriations Acts
and that analysis was favorably reviewed in a December 1992 GAO
report. The FY 1953 Defense Appropriations Act introduced
additional restrictions which continue to block any Navy data
center consolidations. We are using the BRAC law in the way it
was intended to be used to eliminate that restrictive lanquage
and prevent the inevitable introduction of new restrictioms in
subsequent fiscal years.

Quegtion #20: How were Service and Defense Agency interests
considered in DoD’'s consolidation plans?

Answer: Representatives of each of the Services and affected
Daefense Agencies were members of the working group that:

- chose the megacenter selection ceriteria,
- collected the data about each site,

- computed each site’s score,
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- ranked tre megacenter candidates, and

- developed the consolidation plan and BRAC submission

Thase representatives insured that the interests of their
Service/Agency were addressed in the comsolidation plan. The
completed plan was briefed to the Defense Information
Infrastructure Coordinating Group (DIICG), consisting of Flag/SES
level Service and Agency representatives. The DIICG was
comfortable with the plan's content.

Cuestion #21: What is the difference between the megacenter plan
and the ADP congolidation plan approved in the fall of 19917

Angwer: We are not aware of a2 DoD data center consolidation plan
trhat was approved in the fall of 1991 or in the paat five years.

. .Oux- inguiries did.not.yield any additional information cencerning
the backgrournd for this question,

Question #22: What are 0SD‘s and DISA's roles in the
congolidation?

Auswer: OSD provides policy guidance related to DMRD 918 and the
BRAC process. It reviewed the BRAC submission which was
gubsequently endorsed by SECDEF. If the BRAC commission endorses
the plan and Congressg approves the BRAC "package," OSD will have
an oversight role during execution of the plan. The exact
mechanigm for this oversight has not been worked out.

DISA, specifically the DITSQO organization within DISA, is
developing a detailed execution plan and will carry it out.

1 Enclosure: Responses to Questions #14-22

Megacenter Criteria Prepared by Ralph Dieckmann,
Megacernter Consalidation Office,
DITSO

Telephone: (703)607-1461
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Table III.6: DISA Selection Criteria and Their Weights

Weights in percentages

Criteria Weight

| Facilities criteria
Total space 2
Conditioned space 18

] Convertible space 2
I contigquous space | T 2.

Air conditloning 6
Chilled water 2
Electrical paower 8
Building condition 10
Subtotal 30

Security criteria
Back-up power 10
Communications diversity 5
Security perimeters 15
Survivability 3
Subtotal 35

_g?erations criteria
Proximity to fiber optic hub
Communications bandwidth
Regional operations costs i0
Subtotal 15

‘_JETotal 100
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SUMMARY

The Defense Information Systems Agency (DISA) is partly
funded through direct appropriations and partly through Defense
Business Operations Fund (DBOF) fee for service (FFS) charges.

In the future DISA will become more dependent upon DBOF FFS
funding as its components Defense Information Technology Services
Organization (DITSO) is expanded and the Defense Information
Technology Procurement Organization (DITPRO) is stood up.

DISCUSSION

Currently DISA, as reflected in the accompanying table,
receives appropriations funding of $ 696 million and DBOF FFS
funding of $ 1,277 million for the Communications Information
Services Activity and $§ 922 million, inclusive of FY 1993
capitalization, for DITSO. As of March, DITSO’s operating
expenses are $ 105 million. 1In the future, DISA will rely more
heavily upon FFS funding as DITSO expands to $§ 1,955 million by
FY 1994 and DITPRO is stood up as part of the Defense Management
Review Decision (DMRD) 918 initiative. The fulfillment of the
expanded use of DBOF FFS funding, however, may be delayed since
further capitalization for the DMRD 918 initiative has been
delayed. DITSO’'s capitalization plan, excluding DMRD 918 will
result in the operating expenses of approximately $450 million
for FY 1993. 1If further capitalization under DMRD 918
materializes in FY 1993, operating expenses realized will lie
between $§ 450 million and § 922 million.

RECOMMENDATION

None. Information only at this time.

Prepared by: Dr. Charlie McCormick
Budget Analyst
' Revolving Fund Division
692-2142
5 April 1993
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DISA’'S OPERATING BUDGET AUTHORITY

The following table shows the Operating Budget Authority for our DBOF
activities (Communications Information Services Activity (CISA) and Defense
Information Technology Services Organization (DITSO)) for fiscal years 1992
and 1993 and our requested budget authority for fiscal year 1994:

Activity | FY 92 | FY 93 FY 94

DITSO $60 S 915 $1,941

CISA 1,276 1,257 1,255

Totals $1,336 | 82,172 $3,196
{$ in millions)

It is important to note that these amounts are budgeted for and included in
the budgets of our revolving fund (DBOF) customers. Some of the CISA
customers include non-Defense organizations such as the Federal Aviation
Administration. Whether our FY 94 requested level materializes is a function
of (1) the amount of funds appropriated to the Military Departments and other
Federal Agencies, and (2) our ability to cbtain customer orders for our
products and services. To some degree, the second point may be affected by
whether DISA is perceived as a value-added producer.



MAR-26-1993 @7:37 FROM  HA AF/SCX] Pentagon Wash 1O p.a

DEPARTMENT OF THE AIR FORCE
HEADQUARTERS UNITED ATATE# AIR FORCE

34 MAR 1993

MEMORANDUM FOR DIRECTOR, DEFENSE INFORMATION SYSTEMS AGENCY

SUBJECT: Acquisition Management Oversight of Information Systems
Program - ACTION MEMORANDUM

The implementation of DMRD 918 and ongoling transfer of Service
resources to the DISA present many challanges which must be
addressed to ensure effective management and continmuity of serv-
{ces. Two of these critical areas are procurement of Federal
Information Processing resources and acquisition program management
of selected information gystems programs.

A Master Kemorandum of Agreanent (MMOA) between DISMA and the
Alr Force is being daveloped to addrass the procedures for trans-
ferring procurement and program management functions. However, the
¥MMOA does not address séveral overarching Alr Force concerns.
These concerns include an explanation of how the Adr Force's acqui-
sition requirsmants will bs satisfied, what acquisition management
oversight process DISA will follow in meeting these requirements,
and what the Air Forca's relationship will be with DITSO, DITFRO,
and DISAMC? Further, and perhaps more importantly, the transi-
tional role of Alr Force program managemant, contracting assistance
and oversight activities subsequent to OPCON transfer, but prior to
full assumption of managament DISA, regquires discussion. To
better ideantify this role, the individual acquisition programs
should perhaps be separately addressed in the MMOA.

Your assistance in clarifying these issues will ensuras the Alr
Force and DISA establish the proper frame work to meet the Air
Force's current and future acquisition and procurement require-
mants. Accordingly, it is requested that the discussions initiated
by the Deputy Assistant Secretary of the Air Force {(Communications,
Computers, and Logistics) be,completed. Wa have no objection to
participation by the cther Services in these discussions.

axn 6 O‘J\: é v
. * u
DO /Command, mi,

cct ) : Creammicetions, 1nd Coxputers
DASD(I3) (Ms Kendall

8AIS-ZA {Lt Gen Xind)

ASA(RD&A) (Mr Dausman)

WISMC{00) (RADM Moore)

ASN(RD&A) (Mr Whitman)

JC8/J-6 (Maj Gen Edmonds)

SAF/AQ (Lt Gen Jaquish)

TOTR. P.22




DEPARTMENT OF THE A!R FORCE
HEADQUARTERS UNITED STATES AR FORCE

MEMORANDUM $OR DIRECTOR, DEFENSE INFORMATION SYSTEMS %

SUBJECT: DMRD 918 Site Transfer of Operational Control . - - .-
CiE 4
Although DMRD $18 directs thae transfer of information
technology resources from the Services to the Defense Information
Systams Agency (DISA), sound management dictates an ordarly S S

trangfer process implemented in a manner which increases the e ——
probability of success and ensures continuity of service to our i ...
custcmers. The transfer regquiraes senior level managemeqjt e unn
oversight as wall as the involvemaent of the personnel d rJﬁhuﬂn
rasponsible for the resources to transfer. Additionally, ﬁ*go uln
process must ensure identification of the critical issuds b

requiring resolution prior to the actual transfer.

The draft DITSO transition plan brisefly outlines a resource
OPCON transfer process consisting of site surveys, site visits,
CPCON transfers via transfer agreaments, and subsequent detailed
planning actions to include support agreements and the formal
phased transfer of resources (people, dollars, equipment,
facilities, etc.). The DITSO plan is unclear on the specific
objectives of the site visits and the mathodology the teams will
follow during their visits. It is equally unclear as to what
OPCON really means. The uncertainty of OPCON and the deferral of
detailed planning until after OPCON causes the Air Force to
question the soundness of the process.

A clearaer undarstanding of how the OPCON transfer process
will support responsive continuity of operation is essential,
especially since the detailed planning is deferred until after
OPCON transfer. Regquest DITSO brief thae Air Force explaining the
OPCON transfer process objectives and methodologies. January 13
at 1330, room 2E715A, has been reserved for the briefing. Air
Force represontatives from each DPI and CDA site will attend.

Cw,/%z'
AR G, O'BIRRY, Hlj GCen, U
DCS/Coamand, Control,

Commynicationa, aed Computers
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ROUTINE CHANNEL NO. 089020 04-19-93

RTAUZYUW RUEAHUA1823 1091846 MTMS-UYUU--RUEJDCA.1091847 089020 04-19-93
ZNR UUUYY

R 151700Z APR 53

FM CDRUSAISC FORT HUACHUCA AZ//AsSCS//

TO RUEADWD/DA WASHINGTON DC //DAPE-MBA/DAMO-FDF/FDC//

INFO RUEJDCA/DISA WASHINGTON DC //CODE AD//

RUEAUSA/CUSAISC LNO WASHINGTON DC //RSLNOW//

RUEPNLX/CDR7THSIGCKD FT RITCHIE MD //ASQN-CG//

RUEADWD/DA WASHINGTON DC //SAIS-ZA//

BT

UNCLAS

SUBJECT TRANSFER OF 7TH SIGNAL COMMAND TO DISA

A. UNCLAS NEMO DA SAIS-PP 11 AR 93 SUBJ REALIGNMENT OF HQ, 7TH SIG
CHD TO THE DISA--ACTION MEMORANDUK

1. REF APPROVED TRANSFER OF 7TH SIG CMD TO DISA., THAT TRANSFER XUST
BE EFFECTIVE 1 OCT §3.

2, THE CONCEPT AS APPROVED BY THE VCSA WAS THAT THE UNIT WOULD
REMAIN DESIGNATED AS 7TH SIGNAL COMMAND WITH A DISA COMMAND CODE IN
ORDER TO RETAIN THE UNIT HERALDY AND HISTORY. RBQUEST YOUR HELP TO
MAKE THIS UNIT TRANSFER OCCUR AS A UNIT.

3. WHEN 7TH SIGNAL COMMAND TRANSFERS TO DISA, THE RESOURCES SHOULD
INCLUDE THE 50 SPACES (CIVILIAN) ORIGINALLY IDENTIFIED FOR TRANSFER
IN DMRD 910 PLUS 159 MORE (138 CIVILIAN AND 21 MILITARY) THAT WERE
SUBSEQUENTLY IDENTIFIED. TOTAL SPACES IN THE TRANSFER OF THE UNIT

TO DISA IS 209 SPACES. THESE ACTIONS SHOULD NOT BE SEPARATED AND THE
UNIT FRAGNENTED.

4. REQUEST YOUR GUIDANCE ON WHAT WE HAVE TO DO ON THIS END.

5. THE POC IS KATHY ROBERTSON, ASOP-FO, DSN §79-6809, E-NAIL ADDRESS
ASCP-FO@HUACHUCA~ENH2 .ARNY.MIL .

6. FORGING THE FUTURE.

BT

#1822
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ROUTINE CHANNEL NO. 073788 03-22-93

RTAUZYUW RUEAHUAl564 0812247 MTMS-UUUU--RUEJDCA.0812247 073788 03-22-83
ZNR UUUUU
R 1922112 MAR 93
FM CDRUSAISC FT HUACHUCA AZ//BASCG//
TO RUEADWD/DA WASHINGTCN DC//SAIS-ZA//
INFO RUEJDCA/DISA WASHINGTON DC//DISA-BA//
RHFFWMU/CDR5THSIGCMD WORMS GE//ASQE//
RUEPNLC/CDR7THSIGCMD FT RITCHIE MD//ASQN//
RUEBHOF/CDRUSAPERSINSCCM ALEXANDRIA VA//ASQL//
RUEPNMI/DIRUSAISMA FT MONMOUTH NJ//AMCPM-ASQM//
ZEN/CDRUSAISMA FT HUACHUCA AZ//ASQM//
ZEN/CDRUSAISEC FT HUACHUCA AZ//ASQB//
ZEN/DIRUSARCCO FT HUACHUCA AZ//ASQA//
BT
UNCLAS
SUBJECT CAPITALIZATION UNDER DMRD 918
A. DRAFT DISA/DITSO CAPITALIZATION IMPLEMENTATION PROCEDURES 25 FEB
93
1. MY STAFF HAS TAKEN A DETAILED LOOK AT THE TASKS AND MILESTONES
REQUIRED TO EXECUTE THE CAPITALIZATION FCR STAGE 1 OF DMRD 918.
SEVERAL AREAS NEED SUBSTANTIAL WORK BEFORE I CAN ALLOW ANY ISC
RESOURCES TO TRANSFER.
2. IN THE ABSENCE OF SPECIFIC GUIDANCE FROM OSD/DA, WE HAVE MADE THE
FOLLOWING ASSUMPTIONS WHICH SHOULD BE VALIDATED BY HQDA TO ENSURE
CONSISTENCY IN IMPLEMENTATION AMOUNG ALL MACOMS IMPACTED BY DMRD 918.
A. PEOPLE TRANSFER AT CAPITALIZATION (SF5Q'S).
B. DOLLARS REMAIN WITH THE ARMY.
C. COST REIMBURSEMENT TO DISA IN FY93-54.
D. DISA IMPLEMENTS FULLY LOADED DBOF RATES IN FY95.
E. DISAMO AND DSNO OBTAIN APPROVAL TO ENTER DBOF.
F. CAPITALIZED UNITS BUDGET THROUGH DISA (UNIT COST) STARTING
WITH THIS SUMMER'S BUDGET SUBMISSION.
G. ISC BUDGETS REQUIREMENTS IN JULY 93 BASED UPON OPERATING
COSTS AND PROGRAM DOLLARS JULY 94 BASED ON DBOF RATES.
H. FOR FY95 AND OUT BUDGETS, REPRRGRAMMING REQUIRED TO
(1) REDISTRIBUTE A PORTION OF ISC'S DIRECT TO OTHER ARMY
CUSTOMERS
(2) REDISTRIBUTE DISA'S OVERHEAD TO CUSTOMERS (5%)
(3) REPROGRAM MPA, BASORS, AND OPA TO OMA (LCADED RATES)
I. DISA WILL HAVE RATES ESTABLISHED BY APR 94.

ACTION A/\- G«P(ADDR BY JP

INFO DIS RA ADAx

RUEAHUA 1564 192211ZMAR 9}
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UNCLASSIFIED

MAINTAIN TWO SETS OF BOOKS FOR THE FISCAL YEAR OF CAPITALIZATION.
(3) CERTIFICATION OF YEAR-END ACCOUNTING RECORDS CCULD NOT

BE PERFORMED BY THE LOCAL COMMANDER WHO INCURRED AND MONITORED THE

OBLIGATIONS SINCE THE COMMANDER WOULD BE ASSIGNED TO A DISA UNIT.

4. LOOKING AT THE DETAILED PROCESSES REQUIRED FOR CAPITALIZATION

CAUSES ME TO REAFFIRM MY POSITION THAT THE CURRENT DATES ARE

UNACHIEVABLE. I RECOMMEND THAT CAPITALIZATION BE ACCOMPLISHED ON

1 OCT 93. EVEN CAPITALIZING AT THE END OF FY33 WILL BE A CHALLENGE,

BUT I BELIEVE IT IS DOABLE IF ALL PARTIES WORK TCGETHER.

CAPITALIZING CCNSISTENTLY ACROSS THE COMMUNITY REQUIRES IMMEDIATE

GUIDANCE AND IDRECTION FROM HQDA.

5. FORGING THE FUTURE.

BT

#1564
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ROUTINE CHANNEL NO. 126813 03-22-93

RTAUZYUW RUEAHUALS7Q 0812306 MTMS-UUUU--RUEJDCA.0812319 073801 03-22-93
ZNR UUUUU
R 1823042 MAR 93
FM CDRUSAISC FT HUACHUCA AZ//ASCG//
TO RUEADWD/DA WASHINGTON DC//SAIS-ZA//
INFO RUEJDCA/DISA WASHINGTON DC//DISA-An//
BT
UNCLAS
MESSAGE IS A COMPOSITE OF RECEIVED SECTIONS

073801 073802
SUBJECT FIXING DMRD 918
1. BEFORE DOD, DISA, AND THE COMPONENTS BEGIN THEE PROCESS OF
DISCUSSING STAGE 2 OF DMRD 918, WE MUST RESOLVE THE FOLLOWING
CRITICAL DMRD 918 ISSUES. IN THE DRIVE TO SATISFY EXTREMELY SHORT
MILESTONES, IT MOVED TO PROGRESSIVE PHASES WITHOUT RESOLVING THESE
CRITICAL CONCERNS AND ISSUES
A. CINC IMPACT. THE DMRD IS BASED UPON COMPARISONS WITH
INDUSTRY AND INFORMATION TECHNOLOGY SUPPORT IN PEACETIME OPERATICNS.
THERE HAS NOT BEEN REAL ANALYSIS OR MODELING OF HOW CINC
SUPPORT WOULD BE PROVIDED DURING TIME OF WAR. THE CINC'S SHCULD
FORMALLY DOCUMENT THE IMPACT OF THE CURRENT DMRD PLANNING AND
IMPLEMENTATION ON THEIR ABILITY TO EXECUTE THEIR WBRTIME MISSION.
B. O&M MISSION. IF DISA IS TO PRCVIDE DIRECT Os&M SUPPORT TO
CINC'S, THIS WILL PUT A DEFENSE AGENCY IN THE ROLE OF PROVIDING
CRITICAL SERVICES IN THE THEATER OF OPERATIONS DURING WARTIME. THIS
1S A DANGEROUS DEPARTURE FROM THE CURRENT SITUATION WHERE SUBORDINATE
ORGANIZATICONS WITH CLEAR COMMAND LINES PRCVIDE THE SUPPORT. CINC'S
AND THEIR WBR FIGHTING COMPONENTS MUST OWN AND CONTROL INFCRMATION,
COMMAND AND CONTROL, AND COMMUNICATIONS SYSTEMS AND SERVICES THAT ARE
ESSENTIAL TO MAINTAINING UNIT INTEGRITY AND FUNCTION.
C. OWNERSHIP. WE NEED TO VALIDATE THE MUST OWN EVERYTHING
PHILOSOPHY THAT PERMEATES THE DMRD AND ITS PLANNING. THE SAME
EFFICIENCIES AND SAVINGS CAN BE ACHIEVED BY ASSIGNING LEAD MILDEP
RESPONSIBILITIES TO ONE COMPCONENT FOR A PARTICULAR AREA. THE LEAD
MILDEP CONCEPT HAS A DOCUMENTED HISTORY OF SUCCESSFUL USE. IF IT'S
NOT BROKEN, DON'T FIX IT.
D. DMRD BASELINE AND SAVINGS. THE BASELINE IS FLAWED IN THAT IT
REFLECTS OBSCLETE BUDGET AND FISCAL DATA. FROM THE BEGINNING, THE
COMPONENTS HAVE QUESTIONED ITS ACCURACY AND BASIS FOR PREDICTING
SAVINGS. THE WORLD CLASS COMPANIES WHICH ARE CITED AS EXAMPLES FOR

~

\
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TO DISA. ALSO, SOME ACQUISITICN RESCURCES WERE WRONGLY IDENTIFIED FOR
TRANSFER TO DISA. AN EXAMPLE IS THE FCRT BELVOIR IMA MOD PM WHO
ACQUIRES AND IMPLEMENTS SYSTEMS WHICH REMAIN WITH THE ARMY UNDER THE
DMRD. WE MUST BACK OUT THESE RESOURCES TOO.

B. ISSC'S DATA MANAGEMENT DIRECTORATE EXECUTES THE ARMY'S DATA
MANAGEMENT PROGRARM. THESE RESOURCES ARE TO TRANSFER TO DISA, BUT THE
ARMY MUST STILL EXECUTE DATA MANAGEMENT FOR ARMY SYSTEMS. THE ARMY'S
SHARE OF THESE ASSETS MUST BE BROKEN CUT AND RETAINED IN THE ARMY.

C. IF EXECUTED AS PLANNED, THE DPI TRANSFERS WILL RESULT IN DPI
OPERATIONS SPLIT BETWEEN THE SERVICE DOIM®S AND DISA. THIS SPLIT DPI
BREAKAGE IS ARMYWIDE. DISA APPEARS ALSO TO VIEW THIS SITUATION AS
BRCKEN BASED UPON THE SITE SURVEY OF ISC-HOFFMAN., ISC-HOFFMAN MAY
ONLY BE THE TIP OF THE ICEBERG, SINCE SITE SURVEYS OF THE
INSTALLATION LEVEL DPI'S HAVE NOT OCCURRED. THE ARMY SHOULD NOT
TRANSFER ANY INSTALLATION LEVEL PROCESSING RESOURCES. PARTIAL
OWNERSHIP REQUIRES BOTH ORGANIZATICNS TO PROVIDE MANAGEMENT CVERHEAD
TO SUPPORT THEIR FUNCTIONS. 1IN SOME CASES THIS WILL REQUIRE

MORE TOTAL MANAGEMENT THAN BEFORE THE TRANSFER. INSTALLATION LEVEL
PROCESSING ASSETS SHOULD REMAIN IN THE ARMY UNTIL PROCESSING
TRANSITIONS TO DISA'S MEGACENTERS.

D. SDC-LEE WILL NOT HAVE THE RESOURCES NEEDED TO PERFCRM SCFTWARE
DEVELOPMENT AND PDSS FOR RESIDUAL ARMY TACTICAL REQUIREMENTS. THE
CAPABILITY FOR DOING THIS MISSION WILL TRANSFER TO DISA WITH ISSC AND
THE THREE SDC'S. THE ARMY MUST KEEP THE SOFTWARE DEVELOPMENT
CRPABILITY REQUIRED FOR ITS RESIDUAL MISSION.

E. WORMS COOP DPI AND THE ASC-PISMASENS ARE BOTH UNDERGOING MAJOR
CHANGES IN THEIR MANPOWER AUTHORIZATIONS AND COMPCSITION. REALIGNING
EITHER BEFORE THIS TRANSITION IS COMPLETE INCREASES THE RISK OF MAJCR
PROBLEMS. BOTH OF THESE SITES SHOULD BE WITHDRAWN FROM STAGE 1
TRANSFERS. I DO NOT RECCMMEND TRANSFERRING BROKEN PROGRAMS.

F. IN SEVERAL INSTANCES, STAGE 1 DIRECTS TRANSFERS WITH INAPPROPRIATE
MANAGEMENT OVERHEAD ALLOCATION. AS AN EXAMPLE, A PORTION OF THE
MANAGMENT OVERHEAD IN ISSC AND ISMA MUST BE RETAINED IN THE ARMY TO
SUPPORT SDC-LEE BND PM-TACCIMS, RESPECTIVELY. THE ARMY MUST BE
AFFORDED THE OPPORTUNITY TC REARDDRESS THE SPECIFIC MANPOWER TO BE
TRANSFERRED.

3. DMRD 918 IS GOING TO HAPPEN, AND IT HAS THE POTENTIAL

TO ACHIEVE SOME NEEDED SAVINGS, BUT WE NEED TO ENSURE THAT WE EXECUTE
IT SMARTLY. WE NEED TC APPROACH THE DMRD WITH THE OBJECTIVES OF
ASSURED CONTINUED SUPPORT TC THE CUSTOMER NCT FRAGMENTING
ORGANIZATIONS, MISSICONS, OR SYSTEMS WHICH REQUIRE ADDITIONAL
OVERHEAD AND DOING WHAT IS RIGHT. LET'S BUILD THE BASIS FOR DMRD
SMART EXECUTION WITH LOGICAL PLANNING.

4. FORGING THE FUTURE.

BT :
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MEMORANDUM FOR LTG FORSTER T mre—— el
LTG KIND it [ Y PN
— .

SURJECT: Recommendations on FY94 Product Manager Positioaa__Tm_ ~;
. ]

1. The ASA(RDA) recommends (enclosure) against
USAISC’S Product Managers for Defense Satellite
Systems Installation (DSCSI) and Army Small Comp
(ASAP). I do not agree with this decision. The
are best served by rstaining both of the centrally selected
Lieutenant Colonel positions. The decision to designate a
position as a product manager is based upon criteria that have
evolved over yaars of communications and information systems
acquisition experience. During that time, USAISC has
successfully centrally managed strategic communications and
information systems in support of the DISN (formerly the DCS);
and strategic and sustaining base systems satiafying the needs
of CINCs and EAC component commanders.

2. Absent any specific rationale from ASA(RDA) for not
replacing the PMs, I presume that the driving criterion is the
low leval of procurement funding in the programs. ASA(RDA)
appears to have ignored the high value of the customer funds
which are to be obligated against the contracts which the PM
ASCP established and/or manages. But, the program management
process within the strategic and sustaining base Information
Mission Arsa (IMA) environments is not solely driven by high
dollar value acquisitions. Typically, program management is
required for reasons of high visibility and/or technical and
organizational complexity. The decision to establish a PM for a
program should not be based on the ability to identify specific
Milestones I, II, etc. in the mode of a "classic™ research,
develop and acquire organization. The majority of the PMs in PM
AIS/USAISMA were established to manage programs which by nature
are continuing, e.g., the modernization of the Defense
Information Infrastructure.

3. Due to the critical nature of satellite communications, the

PM DSCSI projects draw a very high degree of interest at the
SECDEF/Joint Chiefs level. As the sole Dol organization that

#Rxw 991949
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ASCG
SUBJECT: Recommendations on FY 94 Product Manager Positions

manages the installation and interconnect of satellite earth
terminals, the PM must respond to the constantly changing
NCA/JCS PRIORITIES OF ITS CUSTOMER COMMUNITY. 1In ADDITION,
disc4 directed that the PM DSCSI centrally manage the
installation/fielding of the Heavy Terminal/Medium Terminal
(HT/MT) Modernization effort in direct support of the PEC COMM
(PM SATCOM) in order to realize cost savings. The PM DSCSI must
intensively manage the efforts of approximately 20 defense
organizations and provide technical direction to the PM SATCOM's
prime contractor. The PM will be executing multiple
simultaneous site modernizations over the next 6 years
throughout a system of 50 sites, some of which are operated by
and for highly classified users. Only a military Product
Manager with his/her diverse experience and developmental
assignments from D&M command through Joint Organizations at the
National level can effectively and efficiently deal with the
Theater, Sarvice MACOM and Unified Command Headquarters Staff
and Joint Staff and satisfy the needs of those Commanders
expeditiously and economically.

4, The PM ASCP is continuously active in all phases of the
acquisition life cycle, from new starts, to award, to post-award
management to contract close~out. 1In fact, there are individual
on-going contractual actions at every one of the stages listed.
In every case, the PM, ASCP is charged with assuring the

- standardization of computer interoperability across various
levels of architecture and into communications systems. The PM
must reconcile cost and performance parameters of multiple
architectures and materiel solutions within the confines of the
total Army requirements, in an environment characterized by
rapidly evolving technologies. The PM must devise viable
acquisition strategies that match available and projected end
uger hardware and software products with the current and
projected needs of the DoD customers. Program management
expertise must be supplemented with knowledge of technical
development, market trends, contracting provisions, support
concepts and various matrix disciplines to assure that the
customer receives maximum value from a system over its useful
life. To date, the Army has purchases through the PM ASCP over
one billion dollars of multi~user computer and networking
products and services. These contracts have permitted rapid




ASCG
SUBJECT: Recommendations on FY94 Product Manager Positions

fielding of systems at prices approximately 20-30 percent off
GSA and 60 percent off retail prices for comparable products.
The depth and breadth of the responsibility assigned to the PM
ASCP as validated by actual experience in dealing directly with
tha senior information systems officers in thae CINC staffs and
with other Army information system Project and Product Managers
demands that the position remain a chartered military product
manager.

5. USAISC’s Project and Product managed programs are
categorized as non-major programs. This does not obviate the
need for intensive central management by DSMC trained, board
selected individuals. The knowledge of contracting, integrated
logistics support and financial management provided in the
Program Manager course at DSMC, and the expertise to effectively
manage the broad technical and functional matrix are mission
critical to successful implementation of the information systems
projecta assigned to USAISC. My reccmmendations to retain the
board selected LTC positions are based upon consistent
examinations of assigned and planned missions and the reality of
resources programmed through the POM years.

Enclosure SAMUEL A. LEFFLER
Major General, USA
Commanding

CF:

t+Tirector, DISA
PM AIS/CG USAISMA
SARD~RP
SAIS-AE
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SARD-RP

MEMCRANDUM FOR SEE DISTRIBUTION

SUBJECT: Reccmmendations on FY94 Product Manager
Positions

This memorandum forwards for c¢oordination the
proposed Secrstary of the Army (Research, Developnent
and Acquisition) (SARDA) rec