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1. Introduction

A significant piece of the Initial Transition Plan is the Business Management Modernization Program (BMMP) Compliance Plan.  The BMMP Compliance Plan details the four compliance-related sections of the overall BMMP Transition Plan 2003-1.  Specifically, the BMMP Compliance Plan:

1. Outlines a Business Enterprise Architecture (BEA) governance structure for compliance;

2. Outlines the mechanisms by which the Department of Defense (DoD) will become compliant with the BEA;
3. Addresses compliance of the BEA in a dynamic regulatory environment; and

4. Discusses the process by which the BEA will facilitate changes to laws, regulations, policies and standards.

The Compliance Governance structure has been drafted and provided by the Business Modernization & Systems Integration (BMSI) Organization as Government Furnished Information (GFI).  Compliance Governance is introduced in Section 2, and is a wholly Government owned Appendix.

1.1 Purpose

The purpose of the BMMP Compliance Plan is twofold.  First, the Plan provides an avenue for DoD financial and business management operations as well as improvement and modernization initiatives to be consistent and compliant with the BMMP and its standards as reflected in the BEA.  Second, the Plan facilitates DoD’s compliance with Federal laws, regulations, and business management improvement efforts.

Accordingly, BMMP compliance measures align in two categories to provide that the BEA standards are met: 

1. Compliance with the BEA, also known as BEA Enterprise Compliance, consists of those measures that address compliance of DoD’s financial and business management operations and improvement and modernization.

2. Compliance of the BEA, also known as External Compliance, consists of those measures designed to maintain and demonstrate the BEA compliance with and aligned to relevant laws, policies, regulations and their respective implementing directives governing the DoD BMMP.

1.2 Scope

The scope of the BMMP Compliance Plan encompasses the activities and resources necessary to implement mechanisms for BEA Enterprise Compliance, Compliance with External Requirements, and Compliance Rules Revision. 

1.3 Methodology

Both compliance with the BEA and compliance of the BEA are addressed with the same five-phase methodology -- with the details of each corresponding to specific differences between the BEA Enterprise Compliance and External Compliance requirements.  The five phases are Awareness, Evaluation, Remediation and Implementation, Validation, and Operations and Maintenance.

Compliance with the BEA (also known as BEA Enterprise Compliance) consists of those measures that address compliance of DoD’s financial and business management operations and improvement and modernization initiatives.   Table 1‑1 summarizes the Mechanisms for Compliance with the BEA.  

Table 1‑1 BEA Enterprise Compliance Mechanisms

	Phase
	Mechanisms

	Awareness
	· Ongoing Monitoring and Self Assessment through the DoD Architecture Framework Command Architecture Assessment (CAA) Process

· Annual Internal Monitoring by the Domain Owners

· Scheduled third party assessments, evaluations, and economy and efficiency audits

· Communication and documentation of roles, responsibilities, objectives and obligations of compliance, and compliance updates as they occur

	Evaluation
	· BMMP Evaluation of Alignment with Strategic Objectives Information Technology (IT) Business Case, BEA Roles, Processes, Systems, and Technology requirements, and other architectures

	Remediation 
	· Executing Agent Analysis and Implementation

· Domain Owner Assessment

	
	· 

	Validation
	· BMSI Certification to AV-3 Maturity Levels (Figure 3‑1)

	Operations & Maintenance
	· Incentives for achieving and maintaining compliance

· Penalties for non-compliance

· Recognition of compliance achievement

· Ongoing monitoring, assessment, and reporting

· Action plans to deal with problem areas

· Recording, storing, and analyzing compliance data

· Education and training

· Up-to-date and delineated electronic on-line compliance manuals


Compliance of the BEA (also known as External Compliance) consists of those measures designed to maintain and demonstrate the BEA as compliant with and aligned to relevant laws, policies, regulations and their respective implementing directives governing the DoD BMMP. External compliance requirements have constraints placed on the BEA from both:

· Federal sources external to DoD  have statutory and regulatory authority over the roles, activities, processes, data, functions and standards depicted in the architecture; and 
·  DoD sources outside of the BEA that impose specific requirements on the architecture, e.g., C4ISR Architecture Framework, DoD Financial Management Regulations (FMR), Defense Federal Acquisition Regulation Supplement (DFARS).

Table 1‑2 summarizes the Mechanisms for Compliance of the BEA to external requirements.

Table 1‑2 BEA External Compliance Mechanisms

	Phase
	Mechanisms

	Awareness
	· Appropriately depicts Domain Owner identification of business process, information, organization, and technology requirements

· Certification of compliance with the regulatory authorities responsible for compliance of enterprise architectures

· Ongoing BMMP Liaison with Regulatory Authorities

	Evaluation
	· Domain Owner validation of requirements

· BMMP identify deficiencies

	Remediation
	· BMMP and Domain Owners implement corrective actions and internally certify

	Validation
	· Independent certifier of regulatory compliance of processes, constraints, and architectural methodologies

	
	· 
· 
· 
· 
· 

	Operations & Maintenance
	· BMSI-Developed Regulatory Change Tracking Mechanism

· Formal arrangements with the DoD General Counsel to identify changes in legal requirements that impact the business processes of the BMMP

· Review of the updates to existing and proposed regulatory actions 

· Training and participation at enterprise architecture forums and seminars

· Incorporation of compliance requirements in databases, forums, agreements and procedures


Compliance Rules Revision encompasses  those measures needed to address BEA-related revision of laws, regulations, policies and standards.  The need for Compliance Rules Revision may either originate externally to the BEA from DoD, Congress and other regulatory bodies, or originate internally to the BEA as the architecture evolves and needed changes are identified.  The process for Compliance Rules Revision provides the BMMP with the direction, guidance, processes, roles and responsibilities for identifying and communicating proposed revisions to existing laws, regulations, policies, and standards that impact the business the BEA 
depicts.

Implementing the BMMP Compliance Plan during the transition to the BEA “To Be” architecture will help provide a BEA-compliant business operation.  DoD leaders are committed to achieving world-class business and financial management as defined by decision-support, interoperability, compliance, operational/cost efficiencies, and ultimately better support to our warfighters.  Defining and actually executing the transition plan will be the most challenging part of the DoD integrated business and financial management transformation, one of the largest in United States history.
1.4 Organization

The BMMP Compliance Plan is comprised of four separate and distinct but integrated parts:

1. Compliance Governance – A plan for a compliance governance structure (Section 2)

2. BEA Enterprise Compliance – A plan of how DoD will become compliant with (and measure compliance to) the BEA (Section 3)

3. External Compliance Requirements – A plan to keep the BEA and its compliance requirements current and complete (Section 4)

4. Compliance Rules Revision – A plan to transition from current laws, regulations, policies, and standards to the BEA-specified revisions to enable the full benefits of the “To Be” BEA processes and systems (Section 5)

1.5 Traceability Matrices

The BMMP Compliance Plan incorporates recommendations from the DoD Inspector General (IG) and the Transition Plan goals, and provides traceability to the Performance Work Statement.  The following sections provide traceability between these recommendations and goals and their incorporation in the BMMP Compliance Plan.

1.5.1 Traceability to DoD IG Response to the Financial Management Improvement Plan

In January 2001, DoD issued the 2000 Financial Management Improvement Plan (FMIP).  This Plan was drafted as a strategic framework of the Department’s concept of financial operations for the future, and identifies the various initiatives being implemented by DoD to address critical financial systems and processes. On March 19, 2001, the DoD IG issued an Audit Report responding to the 2000 FMIP (Report No. D-2001-085).

Table 1‑3 summarizes the compliance plan related recommendations in DoD IG Report No. D-2001-085, and identifies where these recommendations are addressed by the BMMP Compliance Plan.  Unless otherwise stated, all section citations are internal cross-references within the BMMP Compliance Plan.

Table 1‑3 Traceability to DoD IG Response to the Financial Management Improvement Plan

	DoD IG Recommendation
	BMMP Compliance Plan Reference

	Develop a detailed plan on the measures being taken or to be taken to provide easy and reliable interfacing of any new systems with other finance, accounting and feeder systems
	Section 3.1.1, Monitoring and Assessment Process and Sections 3.5 and 4.5, Operations and Maintenance Phase

	Develop and implement a DoD-wide checklist of standard internal controls for financial management
	Section 3.1.1, Monitoring and Assessment Process and Sections 3.5 and 4.5, Operations and Maintenance Phase


1.5.2 Traceability to Transition Plan Goals

The Transition Plan Goals are the outcomes to be satisfied by the final Transition Plan that is provided to the BMMP.  To demonstrate that the goals have been integrated, each relevant goal is traced to an applicable section within the BMMP Compliance Plan.  Table 1‑4 provides this traceability to the overall goals of the Transition Plan.  (See the Transition Plan Summary for a complete traceability to the Transition Plan Goals, as introduced in the Transition Plan Strategy, issued October 21, 2002).

Table 1‑4 Traceability to Transition Plan Goals

	Goal
	Transition Plan Goals
	BMMP Compliance Plan Reference

	1
	Communicate the Transition
	Section 3.1.2, Communications and Change Management

	3
	Provide Traceability
	Section 1.5, Traceability Matrices

	4
	Provide Program Planning Information
	Section 3.1, Awareness, BEA Enterprise Compliance

	5
	Define the Governance Structure
	Section 2, Compliance Governance

	6
	Define the Scope of the Transition Plan
	Section 1.2, Scope and Methodology, BMMP Compliance Plan

	7
	Identify Key Stakeholders
	Section 2, Compliance Governance


1.5.3 Traceability to Call 0006:  Performance Work Statement

Task C0006-5 Transition Plan Development, of the Call 0006 Performance Work Statement, identifies Team IBM activities that are specified in the approved Program Management Plan.  One goal is to develop a BMMP Compliance Plan comprised of four specific sections introduced in the Transition Plan Strategy, issued October 31, 2002.  Table 1‑5 maps the requirements in Call 0006-5, Section 3.1.5 to the related sections in the BMMP Compliance Plan. 

Table 1‑5 Traceability to Call 0006 Performance Work Statement

	Call 0006 Performance Work Statement Requirements
	BMMP Compliance Plan Reference

	Compliance Rules Revision – A plan to transition from current laws, regulations, policies, and standards to BEA-specified revisions to enable the full benefits of “To Be” BEA processes and systems
	Section 5, Compliance Rules Revision

	Compliance Governance – A plan for a compliance governance structure
	Section 2, Compliance Governance

	External Compliance Requirements – A plan to keep compliance requirements current and complete


	Section 4, External Compliance Requirements


2. Compliance Governance

The Compliance Governance section of this document is contained in Appendix A, Draft Governance Strategy, provided as Government Furnished Information (GFI).  

During the development of this final document, the Government team has informally shared the draft materials with the Transition Planning team in support of meeting the scheduled requirements of the BMMP Compliance Plan and the overall BMMP Transition Plan 2003-1.  The final version of the attachment has been formally delivered to Team IBM as GFI, and is attached to the BMMP Compliance Plan as a Government-owned attachment (Annex D, Appendix A).

Team IBM is not responsible for the quality of the Government attachment.  The Government is responsible for providing  that the required level of detail and accuracy is available in time to support planned follow-on activities.

3. BEA Enterprise Compliance

The BEA Overview and Summary Information (AV-1) provides the BMMP with a planning guide of the purpose, scope, context, and methodology and tools for the “To Be” BEA.  Specifically, the AV-1 states that the "BEA will serve as a blueprint to guide and constrain investments in DoD organization, operations, and systems as they relate to or impact business operations.  It will provide the basis for the planning, development, and implementation of financial and business management systems that comply with Federal mandates and requirements and that produce accurate, reliable, and timely compliant information to DoD managers and decision makers."

The purpose of an enterprise compliance plan is to provide and describe a defined model for DoD’s transition of processes and systems to those depicted in the BEA, and a process for how DoD will maintain compliance with BEA once it is achieved.

The plan for transitioning DoD to BEA enterprise compliance is to provide the Department with guidance on aligning the business processes and systems with the  BEA and maintaining that compliance once it is achieved.  An essential part of verifying alignment to and compliance with BEA enterprise is through the five-phase compliance process outlined in Table 3‑1.

A BEA compliant business operation is the ultimate objective of the transition plan and should be the direct outcome of implementing the BEA “To Be” architecture.  The purpose of this section is to assist the  Domain Owners in assessing the business solutions for compliance with the derived requirements of the BEA.   The methodology depicted in Table 3‑1 is based on the five phases contained in the OUSD(C) guidance, DoD Financial and Feeder Systems Compliance Process.  Each of the five phases introduced in this Table is defined in the sections that follow. 

Table 3‑1 Five Phase Compliance Process

	Awareness Phase

	Evaluation Phase

	Remediation Phase

	Validation Phase

	Operations and Maintenance Phase


In addition to the five phases identified in Table 3‑1 and outlined in the text that follows both here and in Section 4, both the BMMP PMO and the BMSI Organization shall implement a mechanism for maintaining continuous improvement, such as a regulatory compliance model.  In addition to the behavioral and procedural aspects discussed in Section 3.5.1, this model shall be suited for ongoing operations and maintenance in a compliant environment.

3.1 Awareness Phase

BMMP PMO involvement is the key to the Awareness Phase. The primary purpose of the Awareness Phase is to promote acknowledgement of, and participation in, the process across DoD.  The Awareness Phase consists of both ongoing self and third party assessments of the current business operations’ and systems’ compliance with those depicted in the BEA,  as well as communicating results of those assessments and the resulting change management requirements that are derived from the assessment process.  This section discusses how the  ongoing assessments and change management are applied to communicate compliance and increase awareness not  only within the PMO but also among stakeholders and the DoD community as a whole.

3.1.1 Monitoring and Assessment Process

Verifying, assessing, and maintaining compliance of business operations and systems with those depicted in the BEA is covered in the following three areas of the monitoring and assessment process.

Table 3‑2 Monitoring and Assessment Process

	Ongoing Monitoring and Self Assessment

	Internal Monitoring

	Third Party Assessment


3.1.1.1 Ongoing Monitoring and Self Assessment

The BEA itself shall undergo regular compliance monitoring and performance assessments.  These self-assessments shall be conducted in accordance with standards outlined by the Command Architecture Assessment (CAA) process, described in DoD Architecture Framework, Volume III, Version 1.0.  While still in draft form, the objective of the CAA standards is to verify that assessments are consistently prepared and characterized.  The CAA process is used to identify shortfalls in the capabilities found in the architecture and to characterize information shortfalls and the deficiencies that cause the shortfalls.  In summary, the CAA process consists of the following six steps:

1. Select architecture to assess.

2. Identify the information requirements found in the Operational View of the selected architecture.

3. Identify the systems capabilities in the Systems View of the selected architecture.

4. Through inspection, analysis, demonstration, or test, determine if an information shortfall exists based on the capabilities of the system to satisfy the information requirements.

5. If no shortfall exists, STOP.   The architecture is complete.

6. If an information shortfall exists, identify the shortfall and specify the type of shortfall.

The BMSI Organization and the Domain Owners shall be responsible for developing a strategy for self assessment that contains continual monitoring of the architecture relationships,  setting out internal and external monitoring processes and outlining the schedule for the self assessment program, the resources required, and the data to be collected.

At the Domain Level, the various Domain Owners are responsible for conducting and overseeing ongoing self-inspections, analysis, demonstrations, and tests to determine if any information shortfalls exist, identify the deficiencies, and characterize the shortfalls for development of a corrective action plan.

Compliance with the BEA should be assessed using predetermined, documented compliance objectives and assessment criteria, such as:

· Staff training;

· Risk prevention (i.e., risk of implementation without meeting the full requirements of the BEA);

· Quality control and assessment; and

· Available metrics of alleged breaches of relevant laws, codes, standards, etc., that have been identified.

3.1.1.2 Internal Monitoring

BEA enterprise compliance shall be fully reviewed at periodic intervals (e.g., every year during development and implementation, and every two years thereafter) to:

· Assess BEA compliance to the approved BMMP Compliance Plan; and

· Verify that the BEA continues to efficiently and effectively meet the operating needs of the Department.

The various Domain Owners are responsible for conducting these self-assessment reviews to identify and understand reasons for non-compliance and identify measures to improve compliance through development of a detailed corrective action plan.

3.1.1.3 Third Party Assessment

In addition to regular internal monitoring, scheduled third party assessments, evaluations, and economy and efficiency audits are essential to verify the existence of adequate compliance controls.  Third party assessments also provide additional confidence to taxpayers that efficiency and effectiveness of the architecture has been verified by external sources.

The BMSI Organization is responsible for coordinating the third party assessments, including the availability of resources and the timely collection of requested data.  Results of the third party assessments should be provided to both the BMMP PMO and the respective Domain Owner(s).

3.1.2 Change Management and Communications

Change Management and Communications are critical to the BEA transition effort, as well as a fundamental step in the Awareness Phase and the overall Compliance Plan.  As the BMMP Compliance Plan is implemented, the BMSI Organization will engage key stakeholders to make them aware of the Compliance Plan and related compliance requirements, and gain stakeholder buy-in to their anticipated role(s).  Furthermore, Change Management and Communications activities will be ongoing throughout the life of the initiative to keep stakeholders up to date on compliance requirements, DoD financial management and business objectives, and related roles and responsibilities.
The detailed approach and methodology for Change Management and Communications are described in detail in the following change management focused documents: Stakeholder Management Plan, the Transition Planning Communications Task Plan, the BMMP Change Management Strategy and Plan, and the accompanying Communications Strategy and Plan. These documents are part of the overall integrated approach and methodology for Change Management and Communications currently in development by the BMMP PMO.
A significant portion of the Change Management and Communications activities will be devoted toward enabling the BEA compliance process initially and into the future.  Through its Change Management activities, the BMSI Organization will solicit feedback from stakeholders on ways to simplify and expedite the compliance process across the DoD.  In addition, related Communications activities will enable stakeholders to understand the roles, responsibilities, objectives, and obligations of compliance and compliance updates as they occur.
3.2 Evaluation Phase

The evaluation phase consists of a four-step approach for determining all BEA deficiencies based on compliance requirements, and transitioning DoD to BEA compliant processes and systems.  The BMMP sets forth this process for the overall alignment to and evaluation of compliance issues related to the BEA.  Through this process of evaluating alignment, the BMMP can determine its effectiveness in meeting its stated objectives and in supporting the strategic objectives of the Department, as well as complying with the requirements of the Clinger-Cohen Act and OMB Circular A-130, Management of Federal Information Resources.  OMB Circular A-130 establishes policy for the management of Federal information resources, such as procedural and analytical guidelines for implementation.

For the purpose of evaluating compliance  of the “To Be” business solutions, both external compliance requirements and requirements derived from the architecture are captured in the Dynamic Object-Oriented Requirements System (DOORS) with traceability to each architecture work product (See Section 3.2.3).  Through DOORS, the BEA’s compliance with laws, regulations, and standards can be readily evaluated.  Table 3‑3 introduces the four-step approach for evaluating alignment of the business operations and systems that will  transition DoD to BEA representation.

Table 3‑3 Four-Step Approach to Evaluating Alignment

	Step 1 – Evaluate Alignment with Strategic Objectives

	Step 2 – Evaluate Alignment with IT Business Case

	Step 3 – Evaluate Alignment with the Architecture

	Step 4 – Evaluate Alignment with Other Architectures


3.2.1 Evaluate Alignment with Strategic Objectives

All architecture initiatives and IT business proposals must be in alignment with the strategic plans, goals, and objectives supported by  the BEA.  To verify compliance, all related business initiatives and proposals submitted to the Domain Owners must be evaluated for determination of consistency and agreement with the overall goals and strategic objectives of the BMMP, as illustrated by the BEA.  The output of this evaluation will be a documented business alignment matrix reflecting the degree of compliance demonstrated.

3.2.2 Evaluate Alignment with IT Business Case

An IT business case solution evaluates the proposed solution at a high level to determine the impact on the business  environment depicted by the BEA.  All proposed IT investments submitted by business process areas to the Domain Owners shall be evaluated for their usage of and effect on the  operational view (OV), systems view (SV), and technical view (TV) of the architecture.  The purpose of aligning with an IT investment business case is to control the level of risk, and address implications to the DoD Enterprise, including the schedule, resources, and cost of changing the BEA.

3.2.3 Evaluate Alignment with the Architecture – Process, Roles, Information, and Technology

Compliance with the BEA shall be evaluated as appropriate based upon the life cycle stage of each solution. 

Table 3‑4 provides a summary of how each solution (or proposed solution) must align to the BEA “To Be” work products.  During early phases, alignment will be determined by evaluating the proposed solution requirements, plans, architecture, and design documentation.  Solutions will be considered aligned with the architecture if the solutions demonstrate a mapping or functional equivalent to the architecture.  After development and implementation, evaluation of requirements, planning,  and design documentation may be supplemented by evaluation of operational documents and solutions.

Comparison with the BEA work products will be accomplished through each “To Be” compliance requirement. Compliance requirements guide alignment with external laws, regulations, and standards that are imposed on or invoked by architecture solutions, as well as  requirements derived from analysis of the BEA.

Table 3‑4 Compliance of Solution with BEA Work Products

	BEA Work Product
	Compliance Summary

	
	

	AV-3
	Capability targets and corresponding maturity profiles are defined and achievement schedules and assessment methods specified  

	OV-2
	Some old roles phased-out and some old and new roles trained

	OV-5
	Business policies and processes align to the operational activities and information exchanges

	OV-6b
	Business processes and information align to the operational events and state transitions

	SV-1
	Each application aligns to an identified system entity and supports the specified system functions, interfaces, information exchanges (as specified in the SV-6), and are supported by specified enterprise services

	SV-2
	System communication infrastructure as specified

	SV-4
	System functions, data flow, and data stores operate as specified, and support associated OV-7 entities and OV-6a Business Rules

	SV-7
	System meets specified performance characteristics

	
	

	SV-8
	Major functional areas of each current system identified and aligned to an identified Domain, System Entity, Transition Segment and Package to display the proposed evolution to the “To Be enterprise” architecture.  

	SV-10c
	System events follow specified system event sequences

	TV-1
	System solutions comply with technical standards

	External Source Requirements
	Solutions follow external requirements imposed (e.g., laws, regulations, policies, and standards)


3.2.4 Evaluate Alignment with Other Architectures

All current and future DoD financial management and business operations architectures must align with the BEA. 
 To determine alignment with the BEA, the architecture must be identified as either a Peer Architecture or a Subordinate Architecture.  Peer Architectures cover scope outside the business operations and systems comprising the BEA (e.g., military operations, intelligence operations, etc.) but have potential process, information, technology, or organizational interfaces with the BEA.  Subordinate Architectures cover scope inside the BEA, but describe detailed function-specific, system-specific, or organization-specific aspects.

To be identified as a Peer Architecture, the architecture under consideration must be in alignment with guidelines and requirements of other architectures in a manner that provides for system interfaces and data processing and communication.  The CIO (Chief Information Officer) Council Federal Agencies Information Architecture Working Group developed the Architecture Alignment and Assessment Guide to provide consistency and strategic direction for aligning peer architectures within the Federal government.  Additional guidance on alignment with other architectures is provided in the Treasury Enterprise Architecture Framework (TEAF), DoD C4ISR Architecture Framework, the Global Information Grid (GIG), and the Federal Enterprise Architecture Framework (FEA).  Two examples of BEA peer architectures are the Enterprise Architectures (EA) developed by the United States Customs Service and the Department of Health and Human Services.

A subordinate architecture to the BEA contains many internal architectures specific to a function, activity, or process within BEA, i.e., Human Resource Management, Financial Management and Reporting, Strategic Program Budgeting and Forecasting, etc.  A subordinate architecture is compliant if it:

1. Shows a uniform “floor to ceiling” relationship (clear decomposition of an existing BEA object) with activities, entities, and functions in the BEA OV-5, OV-7, SV-1, and SV-4;

2. Maintains consistency with the BEA OV-2, OV-6a and OV-6b;

3. Follows at least the performance parameters identified in the BEA SV-7 and technical standards identified in the BEA TV-1;

4. Follows the information and system data exchange standards identified in BEA OV-3, SV-1, and SV-6; and

5. Produces solutions compliant with Section 3.2.3 above.

3.3 Remediation Phase

The remediation and implementation processes are managed by the Domain Owners as a means of achieving consistency in the architectural review process as well as consistency in meeting the requirements of certification.  .  The Domain Owners shall work closely with the various Executive Agents within the Services and agencies to coordinate and review implementation progress and monitor domain-wide participation.  The format for a formal remediation plan is explained in OMB Circular A-11, Part II, “Preparation and Submission of Strategic Plans, Annual Performance Plans, and Annual Program Performance Reports.”

In the remediation phase, the Domain Owners will perform a final assessment to determine technical  compliance with the architecture, and strategic compliance with the goals and objectives of the BMMP.  The results, including any findings of noncompliance will influence strategic planning for new business and IT investments.  Specifically, during the remediation phase, the Domain Owners shall:

· Develop a corrective action plan for the business solution to correct the identified deficiencies, including required resources, appropriate milestones, and responsible official(s);

· Prepare a cost estimate for executing the correction actions identified; and

· Obtain approval for corrective action and the corresponding resource plan.

3.4 Validation Phase

The BMSI Organization will validate the maturity  of planned and implemented solutions using the same criteria as Sections 3.2.3 and 3.2.4 above.   This certification will be expressed as a certified maturity level in accordance with the Capability Maturity Profile (AV-3).   Consequently, maturity  will be scored using the targets depicted in the BEA..

The AV-3 is a significant element of the BEA and the BMMP Transition Plan 2003-2.   The AV-3 is organized to support the business focus of DoD within the context of the BEA.  The AV-3 describes the maturation of Business processes, systems, and management support functions.  The AV-3 provides a framework with which DoD can set a target; measure current and proposed solutions; and align associated plans, training materials, and appraisal materials.

The five capability levels of the AV-3 framework outline a path for process improvement within each capability area.  Each set of increasing capability levels reflects improvements to both interoperability and process sophistication.  The result is a high-level overview of related practices that can be implemented to improve process performance.  
The BEA capability maturity levels and descriptions focus on building DoD’s ability to pursue improvement in multiple areas.  Effective implementation of the BEA AV-3 framework will help the DoD improve its workforce, business and financial management operations and systems, and demonstrate, assess, and illustrate progress as the Department’s capabilities mature.


Figure 3‑1 Summary of the Capability Maturity Profile (AV-3) Model

3.5 Operations and Maintenance Phase

A discussion of BEA Enterprise Compliance entails a detailed discussion of operational compliance (the process of operating within a compliant environment) and compliance maintenance (the process of maintaining a compliant environment once it is achieved) as separate components required to reach the same end state.

3.5.1 Operational Compliance

There are two aspects to Operational Compliance that must be evident for the architecture and all related DoD business initiatives to be deemed compliant.  These two aspects are: procedural compliance and behavioral compliance, as depicted in Table 3‑6.  While neither procedural nor behavioral compliance is specifically required by law, demonstrable evidence of both aspects is critical to the success and effectiveness of operational compliance with the BEA.

	

	




	A compliant procedure is defined as the process or established means of accomplishing a task to meet the compliance requirements set forth by the architecture.

A compliant behavior is defined as the resulting action or response to a change or potential impact within the BEA environment.
	           Table 3‑5 Aspects of Operational Compliance
Procedural Compliance

Behavioral Compliance




Both areas contain a systematic identification and management of compliance issues relevant to the BEA environment.

Management commitment and supervision are integral parts of an effective BMMP Compliance Plan.  It is the responsibility of management to adequately communicate to government and contract personnel in such a manner that they fully understand the policy and operational procedures and how these policies and procedures apply to their jobs, and to consistently and effectively enforce these policies and procedures.

3.5.1.1 Procedural Compliance



To a large extent, the overall credibility of the BMMP Compliance Plan depends on how it is implemented throughout the Department.  To be effective, implementation must be consistent, reasonable, timely, responsive, efficient and effective to achieve the mission and strategic objectives of the BMMP, as reflected in the BEA.  Practical procedures must be established and monitored to assess that all aspects of  implementation are met.  These procedural compliance factors contain:

· Defining roles and responsibilities of the governance staff (See Section 2.0);

· Anticipating areas where potential  failures are likely to arise, and establishing formal procedures to prevent their occurrence;

· Developing action plans to deal with problem areas;

· Monitoring, assessing, and reporting  achievements and failures on an ongoing basis;

· Recording, storing, and analyzing compliance data, such as recording and classifying complaints and alleged  failures, and steps taken to resolve them;

· Incorporating requirements to comply with the BEA in  DOORS, BEA forums, agreements with users, and administrative procedures;

· Providing detailed education and training on BMMP requirements reflected in the BEA; and

· Developing and maintaining electronic manuals that provide  (1) a practical summary of relevant laws, regulations, and standards; (2) operational procedures for domain process and activity groups under the auspices of BMMP governance processes; and (3) practical examples and a summary checklist applicable to BEA compliance.

3.5.1.2 Achieving Compliant Behavior
In addition to compliance with the policies and procedures that are in place, the effectiveness of the BMMP Compliance Plan is its ability  to influence changes in behavior.  To achieve compliant behavior at the various levels within the Department, the BMSI Organization and the Domain Owners could apply the following approaches:

· Establish ongoing training and encourage participation in enterprise architecture related forums and seminars;

· Institute graduated penalties for non-compliance with laws, regulations, statutes, and guidance reflected in the BEA, including the ultimate  penalty of dismissal and the pursuit of legal action against an employee or contractor for violation;
· Establish incentives for achieving compliance in business operations and systems support, such as individual and team recognition, and the knowledge of compliance criteria as an additional criteria of job selection and promotion; and 
· 
· Contain the achievement of compliance objectives in the annual performance review of individuals, teams, programs, and contractors.

3.5.2 Compliance Maintenance

The continuous process of maintaining compliance between the architecture and the business it represents must be evident.  Other architectures and all related DoD business case initiatives must remain related to the BEA to be deemed compliant.    In a dynamic regulatory environment, compliance maintenance is a continuous flow throughout the development and implementation process, and not viewed as a progression of events to reach an end-state.

Continuous improvement involves an ongoing review of BMMP objectives and compliance assessment criteria.  Ongoing reviews help to verify that the BMMP compliance program represents the current leading practices within the government and private industry that may result in greater efficiency and effectiveness within the government business areas.  
Ongoing reviews shall provide for:

· Keeping abreast of leading practices within Government and private industry;

· Fostering a culture where people have experience with and commitment to the continuous improvement of business operations;

· Understanding specific training and retraining of staff to foster compliance with the operational, systems, and technical views of the BEA; 

· Encouraging innovation among DoD staff as a means of maintaining compliance; and

· Recognizing exemplary behavior with appropriate incentives.

4. External Compliance Requirements

The purpose of developing a plan to keep compliance with external requirements current and complete is to provide BMMP guidance on achieving and maintaining compliance with laws, regulations, and guidance in a dynamic  environment.  External compliance requirements are constraints placed on the BEA from :

1. Federal sources external to DoD that have regulatory authority over the business reflected in the architecture, standards invoked by the architecture, or capability constraints placed upon the activities depicted by the architecture;

2. DoD sources outside of the BMMP that impose specific requirements on the architecture products, e.g., DoD  Architecture Framework (DoDAF), DoD Financial Management Regulations (DoD FMR), and the Defense Federal Acquisition Regulation Supplement (DFARS).

As previously introduced in Section 3 with regard to BEA Enterprise Compliance, an essential part of verifying alignment to and compliance with the external requirements is through the five-phase certification process outlined below.  The BEA shall be required to obtain relevant certification of compliance with external regulatory requirements.    The purpose of this section is to assist the Domain Owners in certifying the various contributing products of the architecture for compliance with the external requirements.   As in Section 3, the methodology depicted in Table 4‑1 is based on the same five phases contained in  the OUSD(C) guidance, DoD Financial and Feeder Systems Compliance Process.

Table 4‑1 Five Phase Certification Process

	Awareness Phase

	Evaluation Phase

	Remediation Phase

	Validation Phase

	Operations and Maintenance Phase


While the Awareness and Evaluation phases of this process may only affect  existing systems that currently come under the umbrella of the BEA, each subsequent phase of the process must be completed prior to moving on to the next phase as the business operations and systems reflected in the architecture are implemented.   
4.1 Awareness Phase

The initial phase to obtain certification for compliance with external requirements is to obtain a critical awareness and acknowledgement of, and participation in, those requirements. The activity related to external requirements of a specific Domain is best placed under the purview of the Domain Owners.  Domain Owners shall:

· Identify and prioritize criticality of their business information;

· Categorize their business processes according to  financial or financially related functionality;

· Identify required interfaces;

· Identify system owners and points of contact;

· Define the knowledge base, or level of awareness which is desired of business processes and systems;

· Develop a strategic plan for attaining the proper level of awareness; and

· Provide an estimate of resources for the Evaluation Phase.

The BMSI Organization shall be responsible for the management and BMMP enforcement of regular monitoring and performance assessments to enable compliance with external requirements that impact the development, implementation, and maintenance of the BMMP Compliance Plan.  These ongoing assessments and evaluations shall meet the strategic objectives of the Government Performance Results Act (GPRA), Clinger-Cohen, and CAA (See Section 3.1.1.1 for a discussion of the CAA process).

The BMSI Organization and Domain Owners shall be responsible for developing strategies for continual monitoring, developing  internal and external monitoring processes, and outlining the schedule for the program, the resources required, and the data to be collected.

Compliance of the BEA  with external  requirements shall be assessed using  predetermined, documented compliance objectives and assessment criteria.

4.1.1 Regulatory Review

An essential part of implementing an architecture that is in compliance with the external  requirements is the regulatory review process.  The BMMP PMO shall be required to obtain relevant certification of BEA compliance with the regulatory authorities responsible for compliance of enterprise architectures.

4.1.2 Ongoing Liaison with Regulatory Authorities

The final element to meet the compliance requirements of the BMMP is the ongoing formal and informal liaison between the BMSI Organization and outside regulatory authorities and other bodies, (i.e., C4ISR and C3I).  This line of communication provides the BMMP with a consistent and identifiable means of staying aware of current problem areas and compliance methodologies.  Regular meetings will be held with:

· Federal Regulatory authorities;

· Relevant commercial industry organizations;

· CIO Council;

· Federal Accounting Standards Advisory Board (FASAB);

· Joint Financial Management Improvement Program (JFMIP); and

· Business Enterprise Architecture Program Management Office (BEAPMO).

The liaison should be supplemented by the availability of relevant information, such as industry and regulatory newsletters and publications.

4.2 Evaluation Phase

The second phase addresses those areas required to define the size and scope of the compliance requirements, identify the appropriate strategies to overcome the problem(s), and establish a plan to apply the necessary resources and milestones to obtain certification.  During the Evaluation Phase, the respective Domain Owner shall:

· Identify applicable external compliance requirements, such as the specific Federal system requirement(s) from the GIG; Joint Technical Architecture (JTA); Federal Financial Management Improvement Act of 1996 (FFMIA); OMB Circular A-127, “Financial Management Systems;” OMB Circular A-130, “Management of Federal Information Resources;” JFMIP Federal Financial Management System Requirements (FFMSR); DoD FMR; DFAR; and Statements of Federal Financial Accounting Standards (SFFAS).

Likewise, during the Evaluation Phase, the BMMP PMO shall evaluate other architectures for deficiencies based on Domain identified external requirements. 
 Finally, alignment of the BEA with external requirements shall be evaluated for certification and accreditation in accordance with the DoD Information Technology Security Certification and Accreditation Process (DITSCAP) as defined in DoD Instruction 5200.40.  DITSCAP is the standard DoD approach for identifying information security requirements, providing security solutions, and managing information technology system security.

4.3 Remediation Phase

The third phase in the external certification process is remediation and implementation.  During this phase the BMMP PMO shall:

· Develop a corrective action plan to correct the identified deficiencies in the BEA, including required resources, appropriate milestones, and responsible official(s);

· Prepare a cost estimate of executing the corrective actions identified;

· Implement an approved corrective action plan(s) necessary to bring noncompliant BEA work products into compliance with applicable external requirements;

· Conduct reviews of the implemented corrective actions to monitor and assess sustainability of compliance with the requirement(s); and

· Obtain DITSCAP  certification and/or Domain agreement of compliance with identified requirements.

4.4 Validation Phase

In the  validation phase, the BMMP PMO shall seek to validate that all corrective actions have been taken  and that the BEA is compliant from an integrated viewpoint.  The BMMP PMO shall request independent reviews be conducted by the DoD IG, the General Accounting Office (GAO), military service audit agencies, or an independent public accounting or consulting firm.

Based on the results of the validation phase, the system or business package or segment being certified may “move” to the Operations and Maintenance Phase, remain in the Validation Phase, or revert to a previous phase for additional corrective action.  Documentary evidence must be available for validation prior to moving on to the final compliance phase.

During the Validation Phase, the BMMP PMO shall maintain all documentation of corrective actions available for assessment and validation.

4.5 Operations and Maintenance Phase

A key component to successfully operating and maintaining an architecture that is compliant with external requirements is the development, implementation and staffing of an external tracking mechanism as a single-source for compliance information. 

4.5.1 Operational Compliance

As noted in Section 3.5.1, a compliant process takes into account a discussion of  procedural and behavioral compliance factors.  These factors are also defined in the aforementioned section.  The definitions are extended below in reference to the BMMP PMO’s responsibility to maintain compliance with external requirements. 

4.5.1.1 Procedural Compliance

BMMP PMO will:
· Anticipate areas where potential compliance failures are likely to arise, and establish formal procedures to prevent their occurrence;

· Develop action plans to deal with problem areas;

· Monitor, assess, and report compliance achievements and failures on an ongoing basis;

· Record, store, and analyze data, including recording and classifying complaints and alleged  failures, and steps taken to resolve them; and

· Provide  education and training requirements.

4.5.1.2 Behavioral Compliance

 BMMP PMO will:

· Establish formal arrangements with the DoD General Counsel to identify changes in legal requirements that impact the development, operation, and strategic mission and objectives of the BEA;

· Contain the automated and manual updates to existing and proposed regulatory actions and congressional mandates issued by Federal agencies and programs, and congressional offices, such as subscriptions to relevant information services; and

· Institute graduated penalties for non-compliance with external requirements, such as the ultimate penalty of dismissal and the pursuit of legal action against an employee or contractor for violation.
4.5.2 Existing Mechanisms

The current process for identifying and capturing the status of and proposed updates to compliance requirements within the Department relies heavily on a labor-intensive effort of telephone and electronic mail inquiries and Internet searches.  Over the years, this process has proven to be somewhat cost prohibitive, time consuming, and at high risk for missing potential changes not yet published.

As the BEA matures, the development of a single source of capturing and tracking compliance information must be considered as a means of capturing and maintaining current and proposed external compliance data that will promote the accuracy, reliability, and timeliness of management information.

4.5.3 External Tracking Mechanism

There is no single set of comprehensive financial, business, and system requirements information currently within the Federal Government that can be relied upon to enable operations and maintenance compliance.  To alleviate this lack of a single source for accurate and reliable information, the BMSI Organization shall develop and maintain an External Tracking Mechanism to:

· Leverage existing organizations and competencies to quickly identify changes to laws, regulations, policies, procedures, agreements, and standards;

· Provide a reliable single-source for electronically identifying regulatory initiatives;

· Identify and communicate changes to constituent communities through access to the Internet;

· Regularly update DOORS database;

· Assess impacts on the architectural products; and 

· Oversee full integration of BEA work products.

5. Compliance Rules Revision

Compliance Rules Revision refers to the revision of laws, regulations, policies and standards reflected in the BEA.  The need for Compliance Rules Revision may either originate externally to the BEA from DoD, Congress and other regulatory bodies, or  internally to the BEA as the architecture evolves and needed changes are identified.  The following process for Compliance Rules Revision introduced in Table 5‑1 provides the BMMP with the direction, guidance, processes, roles and responsibilities for identifying and communicating proposed revisions to existing laws, regulations, policies, and standards that affect the  BEA.  As defined in  Section 4, these proposed revisions to existing laws, regulations, policies, and standards are derived from the external and internal sources described elsewhere in this Plan.

There are potentially hundreds of changes that may be incorporated into the structure and overall alignment of the BEA.  To accommodate these external compliance requirements, this Plan uses a multi-step approach.  Each of the eight steps is listed in Table 5‑1, and defined in the text that follows.

Table 5‑1 Eight Steps of Compliance Rules Revision

	Step 1 – Identify Potential Conflicts

	Step 2 – Analyze Impact

	Step 3 – Achieve a Decision

	Step 4 – Communicate Revisions

	Step 5 – Process Revisions

	Step 6 – Track Revisions

	Step 7 – Implement Revisions

	Step 8 – Monitor Performance


5.1 Identify Potential Conflicts

The first step in the Compliance Rules Revision process is to identify potential conflicts between BEA and existing statutory and regulatory constraints.  As described in Section 4.5.3, an External Tracking Mechanism will be created to check existing and emerging requirements and capture and monitor the DoD business aspect of existing and emerging  regulatory requirements.  The BMSI Organization will define the structural and physical framework of this tracking mechanism and execute the remaining steps of the approach described below.

External constraints on the BEA are financial and non-financial, such as hardware and software requirements, and changes in information assurance.  Constraints are generally defined as actions, occurrences, or factors outside the scope or control of the program that may have significant influence on  the proposed solution in some manner.  Constraint types contains funding, schedule, performance, or compliance requirements.

The BMMP Compliance Plan categorizes potential conflicts between the BEA requirements and  current laws, regulations, policies, and standards in a three-tiered approach depicted in Table 5‑2 that will continue to evolve as conflicts are identified.
Table 5‑2 Three-Tiered Approach to Identifying Potential Conflicts

	Statutory and Regulatory Constraints

	DoD Constraints

	BEA Constraints


5.1.1 Statutory and Regulatory Constraints – External to DoD

Tier one identifies those statutory and regulatory actions external to DoD that may affect the BEA now or in a future implementation.  The BMSI Organization and the Domain Owners shall apply the External Tracking Mechanism to identify and track potential conflicts in compliance matters between the BEA and constraints imposed by existing, proposed, and emerging developments in laws, regulations, policies, and standards outside of DoD.

5.1.2 DoD Constraints – External to BEA

Tier two identifies those departmental actions that may affect the BEA.    The BMSI Organization and the Domain Owners shall apply the External Tracking Mechanism to identify and track potential conflicts in compliance matters between the BEA and constraints imposed by existing, proposed, and emerging developments in regulations, policies, and standards within DoD, but beyond the scope of the BEA.

5.1.3 BEA Constraints – Derived from the Architecture 

Tier three identifies those constraints derived internally from analysis of business operations depicted in the BEA.  The BMSI Organization and the Domain Owners shall apply the External Tracking Mechanism to identify and track potential conflicts in compliance matters between BEA and constraints imposed by existing, proposed, and emerging developments in regulations, policies and standards internal to the BMMP.
5.2 Analyze Impact

The second step in the Compliance Rules Revision process is to analyze the impact of potential conflicts that were identified in the previous step (Section 5.1).

5.2.1 Analytical Approach

In conducting the analysis, the BMSI Organization shall assess the following:
· Schedule of events that must be accomplished to implement the action; 

· Net value of the changes to the architecture;

· Cost of implementing the change(s) and the estimated cost of the change(s) over the life cycle of the process;
· Technical requirements to implement and maintain the revision over the architectural life cycle; and

· Recommended time sequencing if the revision is implemented.  Provided in this analysis is the hierarchy of direction, value, and cost, and when the revision should be sequenced in the scheduling and funding scheme.

5.2.2 Courses of Action

Based on the results of the analysis, the BMSI Organization and the Domain Owners shall be responsible for recommending one or more of the following courses of action.

5.2.2.1 Implement Revisions

The BMSI Organization and the Domain Owners shall implement statutory and regulatory revisions based on changes or proposed changes in enacted laws, enterprise architecture standards and guidance issued by Treasury or the CIO Council, directed changes in C3I, or revisions generated directly by the Domain Owners to their processes and systems that have a positive, negative, or neutral impact on the framework.

5.2.2.2 Mitigate Revisions

The BMSI Organization and the Domain Owners shall determine whether proposed revisions can be made without an accommodation for mitigation of the burden.  For example, research and analysis may determine that the impact to the BEA could be significantly negative, and should not be implemented.  However, because it may be directed from a higher authority, some mitigation strategy is required.  The strategy could cover the spectrum of not implementing a policy or procedural revision to implementing a basic administrative adjustment.  The mitigation strategy should address the negative effects of the revision with the originator(s).  

5.2.2.3 Defer Decision

Based on detailed analysis and mitigation, the BMSI Organization and the Domain Owners shall determine whether a revision or proposed revision should be deferred, such as when a change needs further clarification to avoid ambiguity.

5.2.2.4 Reject the Revision  

Based on detailed analysis and mitigation strategy, the BMSI Organization and the Domain Owners shall notify the originator(s) of the proposed revision(s), and reject changes to existing standards, policies, regulations, and procedures that:

· Provide no substantial improvements, are cost prohibitive, and cause negative impact across the BEA; and

· Produce financial data that is untimely, inaccurate, and unverifiable.

5.3 Achieve a Decision

The BEA Configuration Management Plan, issued by OUSD(C) on November 26, 2002, established a Configuration Control Board (CCB) to oversee all aspects of the BEA.  Specifically, the CCB is charged with oversight of requirements that impact the workings of the architecture.  As such, the CCB is well suited to evaluate and judge proposed rules revision changes that affect the BEA. The CCB will meet quarterly to evaluate the rules revisions.

Through the use of the External Tracking Mechanism introduced in Section 4.5.3 of this Plan, the BMSI Organization will identify and provide rules revision issues to the CCB.  The CCB will judge the issues based on pre-determined criteria. 
5.4 Communicate Revisions

This section provides the mechanisms and various roles and responsibilities for communicating revisions to BMMP compliance requirements.

5.4.1 Education and Training

The BMSI Organization recognizes the need for quality training of all personnel and, therefore, shall maintain compliance education and training of personnel as an ongoing part of the overall BEA operations and maintenance policy.  While the specifics of education and training will be detailed in a separate BMMP Training and Education Plan, the program shall at a minimum meet the following criteria:

· Examples should be illustrative of the industry or package concerned, and relevant to the everyday work of the target audience;

· Concepts should be expressed in terms the target audience understands; and

· Participating hands-on teaching methods should be used to encourage participation.

Compliance education and training shall form part of the BMMP induction program for staff and be regularly reviewed, reinforced and updated by the BMSI Organization.

5.4.2 Stakeholder Communication

The BMSI Organization shall maintain ongoing communication between the individuals responsible for communicating the message to the stakeholders (the Educators from Section 5.4.1) and the stakeholders responsible for communicating issues back to the BMMP PMO.  It is critical that the message carriers understand that delivering the message is only part of their task.  They must also provide the stakeholders an opportunity to ask questions about the Change Management and Communications Program discussed in Section 3.1.2, and the messengers must engage in a dialogue during the communication.  The messengers must bring back to the BMMP PMO and the BMSI Organization what they heard from the key stakeholders.

Stakeholder communication is not just a mechanism, but also an attitude on the part of those delivering the messages to seek and use feedback from the stakeholders.  Those delivering the compliance message need to demonstrate that stakeholder feedback is valued.

It is the collection of feedback from various stakeholder groups that provides clarity and insight to the message, what is working well and what additional communication is needed.  It is important to understand:

· WHAT information each audience needs;

· WHEN they want to get the information; and

· HOW they would like to receive it, including the level of detail required.

5.4.3 Roles and Responsibilities for Communicating Rules Revisions

While the overall roles and responsibilities for Compliance Governance are defined in Section 2.0 and Appendix A of this Plan, specific roles and responsibilities related to communicating Compliance Rules Revision are to be defined by the BMSI Organization at a later date (See Section 2.0).

5.5 Process Revisions  

The BMSI Organization and the Domain Owners will use a consistent methodology in processing rules revisions identified through the three tiered approach introduced in Section 5.1. Revisions that do not result in a conflict are tracked and implemented as appropriate (See Section 5.7). The BMSI Organization shall develop a methodology for processing changes that conflict with:

· External DoD Constraints;

· DoD Constraints external to the BEA; and

· Existing BEA Constraints.

5.6 Track Revisions

In addition to the implementation of an External Tracking Mechanism (Section 4.5.3), the BMSI Organization will track the BEA rules revisions through DOORS and System Architect.  The BMSI Organization shall promote visibility for constraints imposed external to the Department, as well as insist that accurate information is provided to the organization generating the rules revision. 

5.7 Implement Revisions 

The BMSI Organization will coordinate with the BMMP PMO to update and implement rules revisions within DOORS and the overall enterprise framework.  Once the BMMP PMO completes the updates and revisions, the status of the revision shall be communicated to the appropriate regulatory authority.

5.8 Monitor Performance

The quantitative and qualitative impacts of rules revisions will be monitored through the review, assessment, and certification processes introduced in Sections 3 and 4.  If the assessed impact of the revisions is negative to the BEA (i.e., cost, accuracy, speed, time sequencing, user impact), the BMSI Organization shall bring this change to the attention of the OUSD(C), OUSD Legislative Liaison, and the regulatory authority that generated the change.

Appendix A - Compliance Governance

Appendix A, Draft Governance Strategy, is attached to the BMMP Compliance Plan as Government Furnished Information (GFI).

As noted in Section 2 of this document, Team IBM is not responsible for the quality of this Government attachment.  The Government is responsible for ensuring that the required level of detail and accuracy is available in time to support planned follow-on activities.




Summary of Capability Maturity Profile (AV-3) Model


The AV-3 is one of the supporting products of the DoD Architecture Framework that provides additional specific-purpose data sometimes needed to supplement the Mandatory Products. 


The BEA AV-3 or the Roadmap is structured into seventeen components that constitute the Financial Capabilities of DoD.   The seventeen capability areas are partitioned into the three categories of Management Process, Business Management, and Systems and Technology, with Oversight & Compliance being part of the Management Process category.


A capability maturity scale was employed to describe the maturity model for each of the 17 components of the Roadmap.  The scale itself was derived from the DoD Architecture Framework Version 1.0 (draft).  The scale addresses five levels of increasing capability.  The levels progress from an "ad hoc" state, (wherein each organization of the Enterprise acts autonomously), to an "optimizing" state (wherein all member organizations of the Enterprise - and the global partners of the Enterprise - experience the benefits of interoperability and resource sharing).


There are two main dimensions of capability that change as a capability area progresses from level 1 through level 5 - breadth of "outreach" or global participation, and sophistication of capability.  Increase in outreach is generally driven by cultural and policy changes.  Capability sophistication is heavily influenced by technology evolution, user acceptance, and process.


Utilizing this Roadmap structure and information provided, an architect can derive a tailored AV-3 of the Enterprise Roadmap to:


Depict the scope of his/her analysis and/or acquisition responsibility;


Identify the "as-is" or baseline point of departure in context with specific capability levels;


Assess baseline shortfalls in context with the requirements captured in the operational, systems, and technical views of the architecture of interest; and


Identify the target level(s) of the Roadmap that represents the "To-Be" objective.
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