BMMP Call 0006-A Task 4
V1.1

Annex B


Capability Maturity Profile (AV-3)

	Version
	Publication Date
	Author
	Description of Change

	1.0
	January 17, 2003
	Andrei Busuioceanu, Team IBM
	Initial release.

	2.0
	February 7, 2003
	Andrei Busuioceanu, Team IBM
	Incorporated draft comments.

	2.1
	March 3, 2003
	Andrei Busuioceanu, Team IBM
	Created Interoperability Capability Area.

	3.0
	April 25, 2003
	Andrei Busuioceanu, Herb Strauss, Team IBM
	Incorporated Government changes IAW PCR #88

	1.1
	June 6, 2003
	Brion Loftus, Aly Zein, Team IBM
	Incorporated Government Changes.


Version History

Table of Contents

4Acronym List


7References


81.
Introduction


81.1
Purpose


81.2
Organization


91.3
Scope


102.
Key Concepts


102.1
The BEA CMP Employs The Capability Maturity Model Integration Framework


122.2
Applying Capability Maturity Concepts to the BEA CMP


152.3
Maturing Mechanisms


162.4
Example


182.5
Process Improvement


203.
BEA Capability Maturity Profile – Framework and Methodology


203.1
CMP Framework


213.1.1
BMSI Organization


223.1.2
BEA-Capability Maturity Model Integration (BEA-CMMI) Version 1.0


243.1.3
BEA Capability Areas


243.2
Applicability


253.2.1
BEA Target Profiles


253.2.2
BEA Goals/Targets




Appendices

Appendix A – BEA Management Processes

Appendix B - BEA Business Management

Appendix C - BEA Systems and Technology

Appendix D - Capability Goals/Targets

Index of Tables

15Table 2‑1 BEA Capability Level Profile


17Table 2‑2 Excerpt from Interoperability Capability Area


24Table 3‑1 BEA Capability Areas




Index of Figures

12Figure 2‑1 BEA Capability Maturity Model


13Figure 2‑2 Process Performance and Process Improvement


18Figure 2‑3 Process Improvement Cycle


21Figure 3‑1 BMSI Organization




Acronym List

	ASD
	Assistant Secretary of Defense

	ATM
	Asynchronous Transfer Mode

	AV
	All View

	BEA
	Business Management Enterprise Architecture

	BES
	Budget Estimate Submission

	BMMP
	Business Management Modernization Program

	BMSI
	Business Modernization & Systems Integration

	C3I
	Command, Control, Communications and Intelligence

	C4ISR
	Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance

	CAA
	Command Architecture Assessment

	CCB
	Configuration Control Board

	CFO
	Chief Financial Officer

	CFO Act
	Chief Financial Officers Act of 1990

	CIO
	Chief Information Officer

	CMA
	Capability Maturity Assessment 

	CMM
	Capability Maturity Model

	CMMI
	Capability Maturity Model Integration

	CMP
	Capability Maturity Profile

	COI
	Community of Interest

	CONUS
	Continental United States

	CRCM
	Collection, Receivable and Cash Management

	DAES
	Defense Acquisition Executive Summary

	DoD
	Department of Defense

	DoD IG
	DoD Office of the Inspector General

	DOORS
	Dynamic Object-Oriented Requirements System

	DPG
	Defense Planning Group

	DUSD
	Deputy Under Secretary of Defense

	EA
	Enterprise Architecture

	FASAB
	Federal Accounting Standards Advisory Board

	FEAPMO
	Federal Enterprise Architecture Program Management Office

	FFMIA
	Federal Financial Management Improvement Act of 1996

	FFMSR
	Federal Financial Management System Requirements

	

	

	FM
	Financial Management

	FMIP
	Financial Management Improvement Plan

	FMR
	Financial Management and Reporting

	GAGAS
	Generally Accepted Government Auditing Standards

	GAO
	General Accounting Office

	GIG
	Global Information Grid

	GMRA
	Government Management Reform Act of 1994

	GPRA
	Government Performance and Results Act of 1993

	HR
	Human Resources

	HRM
	Human Resources Management

	ICMM
	Integrated Capability Maturity Model (FAA)

	IA
	Information Assurance

	IG

IIPT
	Inspector General

Integrating IPT

	INFOSEC CM
	Information Security Configuration Management

	IPT
	Integrated Process Team

	IT
	Information Technology

	ITMRA
	Information Technology Management Reform Act of 1996 (currently known as the Clinger-Cohen Act)

	JCS
	Joint Chiefs of Staff

	JFMIP
	Joint Financial Management Improvement Program

	JROC
	Joint Requirements Oversight Council

	JTA
	Joint Technical Architecture

	L&MR
	Logistics & Materiel Readiness

	LAN
	Local Area Network

	LOG
	Logistics

	MDA
	Milestone Decision Authority

	OCONUS
	Outside the Continental United States

	OIPT
	Overarching Integrated Process Team

	OMB
	Executive Office of the President, Office of Management and Budget

	OUSD(AT&L)
	Office of the Under Secretary of Defense (Acquisition, Technology and Logistics)

	OUSD(C) 
	Office of the Under Secretary of Defense (Comptroller)

	OUSD(P&R)
	Office of the Under Secretary of Defense (Personnel & Readiness)

	OV
	Operational View

	P&R
	Personnel & Readiness

	PA&E
	Program Analysis & Evaluation

	PBD
	Program Budget Decision

	PDUSD
	Principal Deputy Under Secretary of Defense

	PMO
	Program Management Office

	POM
	Program Objective Memorandum

	PPAD
	Procurement, Payables, Acquisition, and Disbursement 

	PPBS
	Planning, Programming and Budgeting System

	QOS
	Quality Of Service

	SBC
	Single Board Computer

	SEI
	Software Engineering Institute

	SFFAS
	Statement of Federal Financial Accounting Standards

	SV
	Systems View

	TCP
	Transmission Control Protocol

	TCP/IP
	Transmission Control Protocol/Internet Protocol

	TV
	Technical View

	UDP
	User Datagram Protocol

	WWW
	World-wide Web


References

The following Table lists all documents used or referenced in this document.

	1
	Clinger-Cohen Act of 1996 (formerly, Information Technology Management Reform Act [ITMRA]), Public Law 104-106, February 10, 1996.

	2
	Thomas, Rob and Phil Cullen, Technology and Architecture Group, Office of Information and Technology, US Customs Service, Building an Enterprise Architecture Framework, U.S. Customs Today, April 2001.

	3
	Capability Maturity Model® Integration (CMMISM), Version 1.1, CMMISM for Systems Engineering and Software Engineering, (CMMI-SE/SW, V1.1), Continuous Representation, December 2001.

	4
	Chief Information Officers Council, Federal Enterprise Architecture Framework, Version 1.1, September 1999.

	5
	Chief Information Officers Council, Architecture Alignment and Assessment Guide, October 2000.

	6
	Chief Information Officers Council, A Practical Guide to Federal Enterprise Architecture, Version 1.0, February 2001.

	7
	The Government Performance and Results Act (GPRA) of 1993, Public Law 103-58, June 16, 1993.

	8
	U.S. Department of the Treasury, Treasury Enterprise Architecture Framework (TEAF), July 2000.

	9
	Federal Enterprise Architecture Program Management Office, The Business Reference Model, Version 1.0, A Foundation for Government-wide Improvement, Executive Office of the President, Office of Management and Budget, July 24, 2002.

	10
	Department of Defense, C4ISR Architecture Working Group, DoD C4ISR Architecture Framework, Version 2.0, December 18, 1997.

	11
	Department of Defense, DoD Architecture Framework, Volume III, Version 1.0, October 1, 2001.

	12
	Office of the Under Secretary of Defense (Comptroller), Department of Defense, BEA Configuration Management Plan and Procedures, Version 1.3.1, November 26, 2002.

	13
	The Federal Aviation Administration Integrated Capability Maturity Model (FAA-iCMM), Version 2.0, September 2001.

	14
	Department of Defense, Office of the Inspector General, The 2000 DoD Financial Management Improvement Plan (Report No.  D-2001-085), March 19, 2001

	15
	Department of Defense, C4ISR Architecture Working Group, Levels of Information Systems Interoperability (LISI), March 30, 1998.


1. Introduction

Effectively and efficiently transforming the DoD’s business and financial management operational and technical environments is a complex undertaking requiring both a blueprint and a roadmap. 

The blueprint is the BEA.  The BEA describes "As Is" and "To Be" processes of organizations, systems, and technology (defined in both business and technology terms).  As a management mechanism, the BEA can be used to aid decision makers in understanding the complexities of how the DoD operates today and how it wants to operate in the future. 

The BMMP Transition Plan 2003-1, the roadmap, describes the processes and activities required to achieve the end objectives of the BEA.  The architecture, in conjunction with the Transition Plan, will provide the DoD with the standards and a detailed “roadmap” to enable the DoD to effectively identify, select, control, and evaluate its investments in business and financial management operations and systems, as it moves towards the objectives of the BEA.  

The Capability Maturity Profile (CMP) is a significant element of the Transition Plan.  The CMP is organized to support the business focus of the DoD within the context of the BEA.  The CMP describes the maturation of BEA-related business processes, systems, and management support functions.  The CMP provides a framework with which DoD can set a target, measure current and proposed solutions, and align associated plans, training materials, and appraisal materials.  The capability maturity-modeling framework employed by the CMP builds on the architectural concepts contained in the DoD Architecture Framework and the C4ISR Architecture Framework.  The CMP incorporates leading government and industry practices documented by the Capability Maturity Model Integration (CMMI) project, whose findings were published during 2002 by the Software Engineering Institute (SEI) of Carnegie-Mellon University (a federally funded research and development center sponsored by the DoD).

The CMP will be updated to incorporate Domain Owners’ vision, strategic plans, and best practices to make certain it is a living document.

1.1 Purpose

The purpose of the BEA CMP is to describe the CMP in terms of its method, framework, uses, and applications relative to the BEA.  

1.2 Organization

Annex B, the CMP, is comprised of three sections and four appendices.  The annex lays out a framework for understanding and using the CMP within the BEA.

1.0 Introduction:  This section introduces the CMP, and conveys its intended purpose, expectations, and traceability to other policies, directives, and regulations.  The Introduction identifies the CMP’s objective and desired reader outcomes.

2.0 Key Concepts: This section describes the approach taken to applying CMP concepts in the BEA CMP context. 

3.0 BEA Capability Maturity Profile – Framework and Methodology: This section describes the applied CMP framework and methodology in terms of model components (e.g., Capability Areas, goals and targets, and maturity levels), relevant management and assessment practices, and typical work products. 

Appendices A through D: The second part of this document is incorporated in four Appendices.  These Appendices contain representations of BEA process area capabilities.  Appendices A through C represent the “To Be” Capability Maturity Profile (Target Profiles for each of the respective seventeen capability areas). Appendix D illustrates a list of Capability Area targets/goals identified by the BEA OV/SV teams.
1.3 Scope

The BEA CMP describes a capability maturity-modeling framework intended to assist the DoD in understanding transition complexities, appraising business processes, establishing priorities for improvement, and implementing these improvements across the DoD enterprise.  The CMP also presents an initial “To Be” Capability Maturity Profile (Target Profile) and list of Targets/Goals specific to each of the seventeen Capability Areas.

2. Key Concepts

Some of the concepts introduced in this document have particular meaning within the context of the CMP.  This section elaborates on general concepts that are important to effective understanding, interpretation, and use of the CMP.  Key concepts appear in bold and are explained in the following sections.

2.1 The BEA CMP Employs The Capability Maturity Model Integration Framework 
Capability Maturity Model (CMM) -- A capability maturity model delineates the characteristics of a mature, capable process.  It identifies the practices that are basic to implementing effective processes as well as advanced practices. It also assigns maturity levels to those practices based on comparative assessment to a known standard.  Maturity levels range from unrepeatable to a mature, well-managed, process.  Typically, a path is recommended by analyzing and determining the leading practice for achieving higher levels of maturity to improve the organization's processes.

Since 1991, CMMs have been developed for a myriad of disciplines. Some of the most notable ones contain models for systems engineering, software engineering, software acquisition, workforce management and development, and integrated product and process development.  

CMM Integration SM (CMMI) -- The CMM Integration (CMMI) framework (Version 1.1), was developed by the Software Engineering Institute (SEI) of Carnegie Mellon University (a Federally-funded Research and Development Center).  The CMMI initiative was sponsored by DoD to address problems encountered in using multiple CMMs and to gain a more comprehensive enterprise perspective of CMM. 

The CMMI combines three source models into a single improvement framework for use by organizations pursuing enterprise process and system improvement.  The CMMI contains a common set of process areas, which form the core of an integrated capability model that incorporates process improvement guidance for integrated product and process development, and systems and software engineering.  The CMMI product suite provides an integrated approach to reducing the redundancy and complexity resulting from the use of separate, multiple capability maturity models (CMMs).  The framework, as applied within the BEA CMP, is consistent with the guidance contained in the DoD Architecture Framework version 1.0 (draft).  The CMMI framework effectively represents capability maturity that can be used as a management mechanism to improve the efficiency and effectiveness of BEA-related processes.  The resulting integrated capability models may be modified to the mission and business objectives of the DoD enterprise or organizations.

CMP employs the CMMI Framework -- The CMP has tailored the CMMI framework to the specific needs of the DOD.  By doing so, the CMP employs a model and framework that best aligns and integrates with BEA-related processes across several disciplines. This approach enables stakeholders, Domain Owners, and the Business Modernization & Systems Integration (BMSI) Organization to employ the framework to better understand and improve core and supporting processes and their dependencies related to business and financial management modernization.

CMMI models perform the following functions that are relevant to the BEA: 

· Describe the maturation of business processes, systems, and management support functions;

· Guide process improvement efforts and help organizations establish and achieve improvement goals; 

· Provide a common language for cross-organizational communication and benchmarking; 

· Provide an integrated and organized framework for enterprise and organizational endeavors; and 

· Help an organization understand what specific practices to perform, how to improve its capability in performing those practices, and what process areas to focus on next.   

Capability Maturity Assessment – Capability Maturity Assessment (CMA) is an integral part of an organization's process improvement program and the CMP. CMA measures process status against a reference model, motivates process improvement, and provides a basis for action planning. The CMMI Product Suite contains the methodology for a full assessment and may be applied by the BMSI for assessing capability maturity of the CMP.

The full assessment is formal, robust, and based on analysis of extensive data gathered through several sources, including questionnaires, interviews, and documents. It is intended to identify strengths and weaknesses and derive capability and/or maturity ratings, which can be used to improve an organization's processes.

Capability Maturity Model Description - The CMP is comprised of three objects:  Capability Categories, Capability Areas, and Capability Targets/Goals. The Capability Categories are defined and used to organize the Capability Areas that make up the CMP. The Capability Areas are defined and collectively comprise the business operations, information standards, and technology of an enterprise that will be assessed during the “As Is” and “To Be” architecture development.  The Capability Targets/Goals are used to further decompose the Capability Areas.  Figure 1 below is an illustration of the CMP with the current Capability Categories and Capability Areas for the "To Be" BEA. The CMP data elements are described in further detail in Appendices A-D.
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Figure 2‑1 BEA Capability Maturity Model

2.2 Applying Capability Maturity Concepts to the BEA CMP

The CMP has tailored leading practices of SEI CMMI source models into a framework that offers the most flexibility for DoD organizations pursuing process improvement within the context of the BEA. The CMP employs a continuous representation model that uses capability levels to measure process improvement.  Capability levels are applicable to an organization’s process-improvement achievement.  The CMM is tailored for purposes of the BEA and has some attributes of the staged representation model.
  Most significantly, the CMP employs a five level model normally found in the staged representation and has developed generic goals tailored to the BEA.

BEA Capability Maturity Model
 

The CMP continuous representation model is structured in two parts—the process dimension and the capability dimension.  This section will explain key concepts related to process, capability, performance and assessment.  Descriptions of the process dimension and the capability dimension follow the figure. 
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Figure 2‑2 Process Performance and Process Improvement


Process Dimension -- The process dimension focuses on process performance within the context of the BEA.  It consists of capability areas, Specific goals, and base practices.

· Capability Areas.  A capability area is a cluster of related practices in an area that, when performed collectively, satisfy a set of goals considered important for making significant improvement in that area. The capability areas are defined and collectively comprise the business operations, information standards, and technology of the enterprise.

· Specific Goals.  Specific goals apply to the capability areas and address the unique characteristics that describe what must be implemented to improve one or more discrete processes within a capability area.  

· Base Practices.  Describe activities that are fundamental to the performance of a specific process. 

The BEA CMMI continuous representation model describes discrete levels of process improvement.  Within each capability area, the BMSI Organization and BEA Domain Owners will determine the specific processes and practices to be modeled. 
Capability Dimension -- The capability dimension focuses on process improvement. It consists of generic practices that are related to overall process management and institutionalization. These practices provide framework regarding how well we do it. 

The CMP uses capability levels, generic goals, and generic practices to describe process capability:

· Capability Levels.  Capability levels focus on advancing the organization’s ability to perform, control, and improve its performance in a given capability area. Capability levels enable organizations to track, evaluate, and demonstrate their progress as they improve processes associated with a capability area. Capability levels build on each other, providing a recommended order for approaching process improvement.  There are five CMP capability levels tailored for each capability area, designated by the numbers 1 through 5 (illustrated in table 2.1).  

A critical distinction between Levels 4 and 5 is that Level 5 processes are continuously improved by addressing common causes of process variation. A Level 4 process is concerned with addressing special causes of process variation and providing measurable predictability for the results.  Though the process may produce predictable results, the results may be insufficient to achieve the established objectives. In a Level 5 process, common causes of process variation are addressed by changing that process in a manner that will lead to a shift in the mean or a decrease in variation when it is brought back to stability. These changes are intended to improve process performance and achieve the organization’s established process-improvement objectives.

Between levels 3 and 4:  Quality and process performance measures are incorporated into the organization’s measurement repository to support fact-based decision making in the future.  An important distinction between maturity level 3 and maturity level 4 is the predictability of process performance. At maturity level 4, the performance of processes is controlled using statistical and other quantitative techniques, and is quantitatively predictable.  At maturity level 3, processes are only qualitatively predictable.
· Generic Goals.  Each capability level (1-5) has only one generic goal that describes the institutionalization that the organization must achieve at that capability level. Thus, there are five generic goals; each appears in every process area. Achievement of a generic goal in a process area signifies improved control in planning and implementing the processes associated with that process area thus indicating whether these processes are likely to be effective, repeatable, and lasting. Generic goals are required model components and are used in appraisals to determine whether a process area is satisfied.

· Generic Practices.  Generic practices define institutionalization to provide that the processes associated with the process area will be effective, repeatable, and lasting.

Table 2‑1 BEA Capability Level Profile

	Capability Maturity Level
	BEA CMP Capability Description

	Level 5 Optimized
	· Continuous collaboration and improvement is based on leading practices. 
· Standard tools, data entities, repositories, and integrated, operational business and financial management core and feeder systems effectively support the enterprise.  
· Business and financial core and feeder systems fully integrate DoD’s “To Be” enterprise business practices.  
· BEA performance data is timely available to all leadership levels.

	Level 4 Structured
	· BEA planning and resourcing is consistent with DoD strategy, guidance and metrics and is coordinated with all major stakeholders.

· An BEA compliant DoD enterprise enables the “To Be” vision of DoD business area policies, procedures, guidance and activities.  
· DoD business processes are integrated with standard tools, data entities, repositories, and an initial set of integrated business and financial core and feeder systems. 
· BEA complies with DoD and Federal architecture guidance.
· BEA compliance fully enables CFO Act compliant reporting. 

	Level 3 Limited
	· DoD implements initial baseline for integrated business and financial management business operations processes, systems, and security enabled by a standard, integrated data structure. 

· Reengineering projects and pilots are conducted to improve integration, timeliness, and the information provided to the leadership for decision-making.

· Enterprise efficiencies and improvements are communicated and known weaknesses addressed.

· BEA implementation supports Federal architecture guidance, improves standard, integrated data structure, and enables initial CFO Act compliant reporting.

	Level 2 Minimal
	· Policies are developed to facilitate and sustain compliance with the BMMP and BEA.

· Common standards are defined.

· Structured communications processes are developed to disseminate information and guidance across the DoD business and financial management enterprise and other functional domains.

· An BEA enterprise performance measurement system is designed to monitor changes in strategic direction, program performance, and environmental constraints.

	Level 1 Ad Hoc
	· Enterprise-wide efforts are minimal.

· Policies and standards are provided on an ad hoc basis in response to specific problems.

· Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized and technology investment strategies and schedules are largely uncoordinated.

· Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies.

· Inconsistent or not fully implemented data and information standardization inhibits CFO Act compliant reporting.


2.3 Maturing Mechanisms

Capability Level Profiles -- A capability level profile is a list of process areas and their corresponding capability levels. This profile is a way for an organization to track its capability level by process area.

The profile can be viewed from two perspectives: achievement and target.  The Capability Level Profile is an achievement profile when it represents the organization’s progress for each process area while climbing up the capability levels.  Alternatively, the profile is a target profile when it represents the organization’s process-improvement objectives. 

An achievement profile, when compared with a target profile, enables organizations not only to track process-improvement progress, but also to demonstrate progress to senior management. Maintaining capability level profiles is advisable when using the continuous representation.  
Target Staging  -- Target staging is a sequence of target profiles that describes the path of process improvement to be followed by the organization.  An example of target staging that depicts target profiles for seventeen BEA capability areas may be found in Appendices A-C.
Appraisal  -- An appraisal is a comparison of processes being practiced against a reference model or standard, to determine an organization’s capability to perform processes.  An appraisal entails reviewing the organization’s implementation of base and generic practices and its achievement of the associated goals through a capability level.  For example, to achieve capability level 2 for a capability area, the organization’s activities are reviewed against the base and generic practices and goals for capability level 2.  The capability area and capability level goals through capability level 2 must be satisfied. 

Appraisals are used to understand process capability in order to improve processes.  Appraisals can also be used to evaluate progress of BEA implementation and transition.  

2.4 
2.5 Example

Using the Capability Area Interoperability as an example, the following is a subset of the Interoperability Capability Targets and their target levels as listed in Appendix D.

	Number

(for reference only)
	Capability Area – Interoperability

Sample Capability Targets
	Target Level

	1
	Enterprise data model (standard data models, dictionaries, and standard data elements)
	5

	2
	Domain data model that allow direct data exchanges
	4

	3
	Data shared between applications without the need to maintain duplicate data
	4

	4
	Applications that foster simultaneous group collaboration
	4


In order for an organization to achieve a Level 4 for the Interoperability Capability Area,  all Level 4 targets must be met.  In order for an organization to achieve Level 5, all Level 4 targets, as well as Level 5 targets must be met.  Definitions for these maturity levels are found in Appendix C - Capability Category - Systems and Technology.  Table xx provides an excerpt from Appendix C focusing on the level 4 and 5 definitions.  

In this example, Capability Targets #2 and #3 can be mapped to the definitions below.  As can be seen from the definitions, Target #2 will be met when a domain data model has been established and direct database exchanges can be made within a domain.   Target #1 (and hence Level 5) will not be met until an enterprise data model has been developed that adheres to the specifications below.

Table 2‑2 Excerpt from Interoperability Capability Area

	Interoperability

	Level 5 (Optimized)
	Procedures: Level 5 of the procedures attribute is characterized by how well a system conforms to enterprise doctrine and missions.  The systems that are considered Level 5 are not designed or limited to providing Service- or Agency-unique functions.  Rather, they provide cross-domain functions that contribute to the entire enterprise.
Applications: Level 5 of the application attribute focuses on elimination of duplicative functions and redundant applications. Systems serve the primary functions across Service and Agency boundaries using component-based architectures such as CORBA, Java, and Distributed Component Object Model (DCOM) on a multi-platform infrastructure.
Infrastructure: “Multi-dimensional” is the key descriptor of a Level 5 infrastructure.  This multi-dimensionality can exist in geography, security, virtual configuration, or numerous other forms.  One characteristic is that it allows the user to set up the infrastructure to duplicate features of lower levels within the WAN context. It could be used to set up a virtual LAN between users on four different continents to collaborate on a mission.  It supports features such as protocol wrapping and has mechanisms to control quality of service.
Data: An enterprise-wide model that is comprised of universally accepted data models, dictionaries, and standard data elements characterizes Level 5 of the data attribute.  The fully integrated enterprise information space is based on shared data servers and shared database; adheres to a common enterprise data model, standard data elements, shared data server, and data architecture; and supports full data conversion capability when required outside of the defined enterprise.

	Level 4 (Structured)
	Procedures: Level 4 of the procedures attribute is characterized by how well a system conforms to domain doctrine and missions. Doctrine represents the broadest form of system guidance by a Service or Agency.  By definition, it should provide the greatest influence on overall system development for successfully conducting Joint operations.
Applications: Level 4 of the applications attribute is focused on integration either across organizational boundaries or across discipline-based applications.  Transition toward object-oriented programming languages increases software reusability and supports increasing levels of interoperability. 
Infrastructure: A Level 4 infrastructure represents the transition from a local network to a wider area network.  This is broadly referred to in the infrastructure area as WAN.  The distinction at Level 4 is an ability to connect to other users that are not connected to the same-shared local media.  This gives a Level 4 infrastructure the ability to work between LANs to make up a broader domain.  The need to cross between different media of multiple LANs dictates the need for switching or routing at Level 4.  One result of this consideration is the need for protocols that support this form of networking.  These protocols often assign a particular address to each system on the WAN.  This address is globally known and used to address the system at Level 4.
Data: A domain model that allows direct database exchanges characterizes Level 4 of the data attribute.  This level is comprised of domain data models, dictionaries, and standard data elements.


Process Improvement

As the business environment of the DoD changes, processes must also evolve and improve.  Process improvement in an enterprise is continuous evolution.  This continuous cycle of process improvement can be organized into a series of steps or specific improvement actions.  Figure 3 illustrates steps for a continuous process improvement using a framework such as the Capability Maturity Profile.  The eight steps in the cycle are summarized in Figure 3. 
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Figure 2‑3 Process Improvement Cycle

1. Examine the organization's needs
Purpose: Determine if process improvement is aligned with the organization’s needs
Output: Quantitative process improvement goals tied to the organization’s business plan, scope, and priorities 

2. Initiate process improvement 
Purpose: Determine if a plan is laid out and an infrastructure is in place 
Output: Preliminary program plan, charters, empowerment letters, resources, technical strategy (CMP and Assessment Methodology) 

3. Prepare and conduct a process appraisal 
Purpose: Determine current maturity level
Output: Appraisal results 

4. Analyze results and derive an action plan
Purpose: Decide on improvements and develop project plan (e.g., change management) 
Output: Quantitative improvement targets; action plan, integrated with revised program plan; commitment to undertake planned improvements 

5. Implement improvements
Purpose: Carry out projects to improve processes 

Output: Project plans; improved processes; measures; process definitions, checklists, lessons learned, tailoring guidelines, training materials, sample documents 

6. Confirm the improvement
Purpose: Confirm that improvement achieves stated objectives as defined in the process improvement project plan. 
Output: Reappraisal results (on specific processes), measures, validated results 

7. Sustain improvement gains
Purpose: Institutionalize and monitor the improvement 
Output: Deployment plan, improved process assets entered into process asset library, widespread training on improved process, coaching and monitoring, performance measures 

8. Monitor performance 
Purpose: Determine if programs and projects remain appropriate and improve process improvement process
Output: Further improvement initiatives, lessons learned

3. BEA Capability Maturity Profile – Framework and Methodology

The BEA Overview and Summary Information (AV-1) document describes the BEA “as a model of processes, organizations, systems and technology.”  It goes on to explain that the “BEA will provide DoD with the means to produce significant improvements in a consistent and organized manner.”
In the context of the BEA, a process is a critical leverage point for any organization’s sustained improvement. When BMSI and Domain initiatives are aligned, the BEA CMP provides the DoD with a systematic approach to analyze, clarify and improve business processes, functions, and systems activities and their interdependencies within the context of the enterprise architecture.
The intended outcome of improving DoD processes will be a Department that is managed in an efficient, business-like manner, in which accurate, reliable, and timely business and financial information, affirmed by clean audit opinions, is available on a routine basis to support informed decision-making at all level throughout that Department.  Improvements consist of common shared information and standard business practices and operations throughout DoD.  The plan for transitioning DoD processes and activities begins with the guidance that will assist DoD organizations in implementing and managing process improvement initiatives consistently and effectively.
3.1 CMP Framework

The CMP consists of a framework intended to help DoD organizations assess their business processes, determine their maturity, establish priorities for improvement, and implement these improvements within the context of the BEA.  
The CMP framework consists of three principal elements:

· BMSI Organization

· BEA-Capability Maturity Model
· BEA Capability Areas

BMSI Organization

The BMSI Organization is responsible for the planning, management, coordination and stewardship of the CMP framework and its components.  This may consist of any of the following initiatives:





Figure 3‑1 BMSI Organization

· BMSI will analyze the need for a CMP Element.  The purpose of this organizational element is to plan, manage, monitor and coordinate BEA CMP activities.  The element also manages the evolution of the BEA capability maturity model and provides guidance and assistance to the DoD in its evolution and use.  The CMP Element also establishes the BEA CMP Measurement Repository and Process Asset Library.  Working with enterprise organizations, the BMSI CMP Element collects, stores and shares (makes available) measurement and assessment data, and tools, techniques and procedures relevant to the CMP by means of the BEA Measurement Repository and Process Asset Library (PAL).  The BEA Measurement Repository is an enterprise repository that collects information and artifacts derived from CMP planning and performing process improvements across the enterprise.  This leading practice is performed so that the information and artifacts can be incorporated as part of the BEA's process assets and made available to those who are (or who will be) planning and performing the same or similar processes.
· BMSI will analyze the need for a CMP Working Group.  This working group provides assistance and capability area-specific expertise and perspectives relative to implementing BEA-related process improvement activities.  The working group works within the governance process to review and/or initiate process improvement proposals for the seventeen BEA capability areas and helps BMSI determine optimal synchronization with other transition activities.  Cross-functional representation of members aligned with the seventeen capability areas will optimize this group’s performance.

· Develop (and Implement) CMP Work Plan. The domain owner's strategic plan contains a work plan (CMP) that defines the scope of the anticipated effort and identifies specific process improvement activities and their interdependencies.  The plan also uses an integrated master plan defining specific objectives, roles responsibilities and activities, target profiles, an integrated master schedule, and project budget baseline and other relevant resourcing data. Develop and Implement BEA-CMP Process Improvement Activities.  The CMP Element with assistance of the CMP Working Group establishes enterprise-process improvement activities, managed as a discrete project activity within the BMMP.  

· Identify and Designate BEA CMP Process Teams. Identify, designate and charter BEA process teams consistent with the process improvement activity identified in the CMP Work Plan.  Teams focus on achieving set goals and objectives within the context of the BEA governance structure and CMP Work Plan.  Team charters will identify expectations and responsibilities of CMP Process Teams in performing improvement activities related to the BEA and their relationship to the BMSI Organization.  

While the role of the BMSI Organization is key to effective implementation of BEA process improvement, the individual efforts of DoD organizations will have the most impact on business and financial management modernization and business improvement.  BMSI will be responsible for working with domain and organizational “process owners” to implement and maintain the Defense-wide effort in BEA-related process improvement and report its ongoing relevance to BEA transition goals and effectiveness within the context of the enterprise architecture.

As steward of the CMP framework, BMSI will work with DoD organizations and the SEI to maximize the value of process improvement activities and to determine that tactics, techniques and procedures relative to the model and framework are current, consistent and useful.

3.1.1 BEA-Capability Maturity Model Integration (BEA-CMMI) Version 1.0

Based on CMMI version 1.1 in combination with the BEA Capability Level Profile and seventeen BEA capability areas, the BEA Capability Maturity Model Integration (referred to hereafter as the BEA-CMMI (version 1.0)) leverages a mature capability maturity model that provides the DoD with the ability to generate multiple models and support the BEA with training and appraisal materials. These models may reflect content from bodies of knowledge most useful to DoD organizations.

The BEA-CMMI capability levels and generic model components focus on building DoD’s ability to pursue process improvement within and across seventeen BEA capability areas. Using capability levels, generic goals, and generic practices, the BEA framework will enable Domain Owners, DoD organizations and other stakeholders to improve their processes, as well as demonstrate and evaluate their organization’s progress as they improve.

The CMMI model has been adapted for the BEA to provide a five level scale of maturity within its CMP, and defines an initial set of target profiles for the seventeen BEA capability areas. The BMSI Organization as steward of the BEA model may tailor the model at any time to suit the evolving needs of the BEA.

The five discrete capability levels of the BEA-CMMI model provide a recommended order for approaching process improvement within each concentration area.  As a continuous representation model, the BEA-CMMI reflects capability levels in its design and content. For each capability area, a capability level consists of related specific and generic practices that, when performed, achieve a set of goals that lead to improved process performance.  
The BEA-CMMI defines the technical approach to process maturity modeling and assessment, and provides generic and specific reference standards for process improvement (defining, planning, resourcing, deploying and improving BEA-related business processes).  

The BMSI may employ the Standard CMMI Assessment Method for Process Improvement (SCAMPI) as a complement to the CMP framework.  The depth of information provided by the SCAMPI is suitable for sponsors of assessments, senior technical advisors, and individuals who may be assessment participants. 

The SCAMPI method is a diagnostic tool that supports, enables, and encourages an organization’s commitment to process improvement.  The method helps an organization gain insight into its process capability or organizational maturity by identifying strengths and weaknesses of its current processes relative to one or more of the CMMI models, including the CMP reference model -- Capability Maturity Model Integration (Capability Maturity Model® Integration (CMMI) product suite, Continuous Reference Model, Version 1.1.

3.1.1.1 CMP Initial Focus

Version 1.0 of the BEA-CMMI (the initial version) is limited to process management.
   The process management focus of the model describes goals and practices derived from public and private sector leading practices that may assist BMSI Organization to plan and implement enterprise process improvement activities. The objective in limiting the initial model is to scope the initial framework and implement CMP activities.  Employing the model to deploy the framework will thereby serve to institutionalize the BEA CMP framework as a mature enterprise process. 

Candidate improvements to an organization’s processes may be identified by various means, such as BEA enterprise initiatives, enterprise or organizational process-improvement proposals, measurement of the processes, lessons learned in implementing the processes, and results of process appraisal and product evaluation activities.  
DoD domain owners and organizations can use the BEA-CMMI model to set BEA-related process-improvement objectives and priorities, improve processes, and provide framework for attainment of stable, capable, and mature processes. 

3.1.2 BEA Capability Areas

The CMP framework is organized to support the business focus of the DoD within the context of the BEA. The BEA Overview and Summary Information document (AV-1) describes the core business areas and key functions that BEA will address.  These activities, listed in Table 3-1, constitute the principal processes to be addressed by the CMP.

Table 3‑1 BEA Capability Areas

	
	
	

	Capability Categories
	Capability Areas
	Lead Domain/Program

	Management Processes
	Governance and Performance Management
Project Management
Resourcing
Communications and Change Management
	BMMP

	Business Management (processes)
	Strategic Planning & Budgeting
	Strategic Planning and Budgeting

	
	Procurement, Payables, Acquisition and Disbursement
	Acquisition/Procurement

	
	Installations and Environment
	Installations and Environment

	
	Logistics
	Logistics

	
	Collection, Receivable and Cash Management
	Finance, Accounting Operations & Financial Management

	
	Human Resources
	Human Resource Management

	
	Accounting
	Finance, Accounting Operations & Financial Management

	
	Business, financial, and Management Reporting
	All Domains, including Technical Infrastructure

	Systems and Technology (processes)
	Enterprise Services
Information Assurance
Network
Data Management
Interoperability
	Technical Infrastructure


3.2 Applicability

The BEA CMP is designed to support the objectives of DoD’s business and financial management improvement and modernization initiatives.  The BEA-CMMI model is applicable to all DoD organizations and activities.  

The process improvement guidance contained in the BEA-CMMI model does not presume specific organizational structures, management philosophies, life cycle models, or methods. The concepts and principles are appropriate for a full range of different business needs, application domains, sizes and maturity of organizations.

While many processes are performed by organizations, many processes also span multiple organizational boundaries.  To address both enterprise and organizational improvement opportunities there are two principal methods in which the CMP may be applied: 

· Organizational initiatives – where organizations identify, prioritize and initiate BEA-related process improvement activities and conduct internal appraisals to understand the organization’s process capability level for process improvement purposes.

· Enterprise initiatives: PMO-BMMP/BMSI performs or facilitates appraisals and process improvement activities spanning the enterprise. 

3.2.1 BEA Target Profiles

During December 2002 and January 2003, BEA Process Action Teams and the Transition Planning Team developed a “To Be” Capability Maturity Profile (Target Profile).  This Target Profile illustrates capability levels defined against specific criteria (e.g., Policies and Standards, Requirements and Planning, Management and Organizational Alignment, Systems and Technology, and Performance Measurement).
  

The target profiles reflect the seventeen core capability areas with targeted maturity paths for each capability area. The hypothetical models appear in Appendices A-C. These hypothetical models may serve as initial target profiles for CMP planning.

3.2.2 BEA Goals/Targets

During September and December 2002, the BEA Transition Team reviewed output documents from OV and SV workshops and leading practice sessions.  From the information provided, a derived list of possible “To Be” Capability Goals/Targets was produced (Appendix D).  This list of targets/goals identifies OV/SV organized by Capability Areas, and helps to describe hypothetical functional or non-functional implementation outcomes.
Following appendices to the BEA CMP are attached to the document:

· Appendix A – BEA Management Processes

· Appendix B - BEA Business Management

· Appendix C - BEA Systems and Technology

· Appendix D - Capability Goals/Targets
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SM CMM Integration is a service mark of Carnegie Mellon University.


� The staged representation employs maturity levels that represent an organization’s overall maturity.  BEA CMP adapted the SEI’s Continuous Representation model to a five level capability maturity model aligned with the BEA transition goals and objectives described in the BEA Transition Strategy. 


� The BEA Capability Maturity Model Integration (BEA-CMMI) version 1.0 is based on the Capability Maturity Model Integration (Capability Maturity Model® Integration (CMMISM) product suite, Continuous Reference Model, Version 1.1).  The CMMI was developed under Federal Government Contract Number F19628-00-C-0003 with Carnegie Mellon University for the operation of the Software Engineering Institute, a federally funded research and development center. The Government of the United States has a royalty-free government-purpose license to use, duplicate, or disclose the work, in whole or in part and in any manner, and to have or permit others to do so, for government purposes pursuant to the copyright license under the clause at 252.227-7013.





� CMMI-SE/SW/IPPD/SS, V1.1, p. 93-167


� These criteria were selected as representative practices within each capability area that could best illustrate maturity in terms of the BEA.  A slightly different set of criteria was used for the Systems and Technology capability areas.
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